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(57) ABSTRACT

Method, systems, devices, and techniques for access control
provisioning are described. A monitoring system configured
to monitor a property includes an access control device that
is configured to receive an access control request and
provide access to a portion of the property in response to the
request. The system also includes a control unit or board that
is configured to transmit, through a particular relay out of
multiple relays, the access control request. The control unit
further receives data indicating that the access control device
received the access control request and determines that the
particular relay corresponds to the access control device.

18 Claims, 5 Drawing Sheets
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ACCESS CONTROL PROVISIONING

CROSS-REFERENCE TO RELATED
APPLICATION

This application claims the benefit of U.S. Provisional
Application No. 62/478,423, filed Mar. 29, 2017, and titled
“Access Control Provisioning,” which is incorporated by
reference.

TECHNICAL FIELD

This application relates generally to systems for control-
ling access to a property.

BACKGROUND

A security system can include an access control board to
regulate entry and exit through multiple access points of a
property. When installing a new access control board, e.g.,
when upgrading the security system, the new control board
may require configuration.

SUMMARY

Many properties, such as office buildings, industrial
plants, and other commercial sites, are equipped with a
security monitoring system that monitors and controls
access to the property. In some implementations, the moni-
toring system includes an access control board that commu-
nicates with and/or controls the functions of various card
readers, door locks, request to exit (REX) devices, door
sensors, and other devices related to access control. The
various readers, locks, devices, and sensors can connect to
various terminals of the control board. In some examples,
the access control board must be configured, through hard-
ware or software, to determine the relationships between the
various control board terminals (e.g., determining that a
particular reader terminal corresponds to a particular door
lock terminal). This document discloses methods, systems,
and techniques that are used to provide access control
provisioning for a control board of a security system. As
discussed in more detail below, a system that provides
access control provisioning can monitor and identify periph-
erals, such as input devices (e.g., card readers or REX
devices) and access control mechanisms (e.g., electronic or
magnetic door locks) that are attached to various wiring
terminals of an access control board to configure terminals
and determine relationships among terminals (e.g., associ-
ating a particular card reader terminal with a particular door
lock) within the board.

In some implementations, a monitoring system configured
to monitor a property includes an access control device (e.g.,
a magnetic door lock, an electronic door lock, or another
access control mechanism) that is configured to receive an
access control request and provide access to a portion of the
property (e.g., through a door) in response to the access
control request. The system further includes a monitor
control unit that is configured to (i) transmit, through a given
relay of a plurality of relays, a given access control request,
(i) receive data indicating that the access control device
received the given access control request, and (iii) based on
the data indicating that the access control device received
the given access control request, determine that the given
relay of the plurality of relays corresponds to the access
control device.
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In some implementations, the system includes an addi-
tional access control device that is configured to receive an
additional access control request and provide access to an
additional portion of the property in response to receiving
the additional access control request. In these examples, the
monitor control unit can be configured to receive additional
data indicating that the additional access control device did
not receive the given access control request, and, based on
the additional data indicating that the additional access
control device did not receive the given access control
request, determine that the given relay of the plurality of
relays does not correspond to the additional access control
device.

In some implementations, the monitor control unit trans-
mits, through an additional relay of the plurality of relays,
the additional access control request. The control unit may
then receive additional data indicating that the additional
access control device received the additional access control
request. Based on the additional data indicating that the
additional access control device received the additional
access control request, the control unit can determine that
the additional relay of the plurality of relays corresponds to
the additional access control device.

In some implementations, based on transmitting, through
the given relay of the plurality of relays, the given access
control request, the monitor control unit transmits, to a client
device, additional data indicating that the monitor control
unit transmitted the given access control request. Here, the
data indicating that the access control device received the
given access control request is received from the client
device.

In some implementations, before transmitting, through
the given relay of the plurality of relays, the given access
control request, the monitor control unit determines that the
given relay does not correspond to an additional access
control device. The control unit then transmits, through the
given relay of a plurality of relays, the given access control
request based on determining that the given relay does not
correspond to the additional access control device.

In some implementations, after transmitting, through the
given relay of a plurality of relays, the given access control
request, the monitor control unit determines that a particular
amount of time has elapsed and determines that the given
relay of the plurality of relays does not correspond to the
access control device based on determining that the particu-
lar amount of time has elapsed.

In some implementations, the access control device is
configured to provide access to the portion of the property
through a door. Based on determining that the given relay of
the plurality of relays corresponds to the access control
device, the monitor control unit can determine that the given
relay of the plurality of relays and the access control device
both correspond to the door.

In some implementations, the monitoring system also
includes an input device that is located at the property, where
the input device is configured to transmit data indicating an
interaction with the input device. For example, the input
device can be an electronic card reader or a request to exit
device. Furthermore, the monitor control unit can include a
plurality of input terminals that are each configured to
receive data indicating an interaction with a given input
device. The control unit can (i) receive, through a given
input terminal of the plurality of input terminals, the data
indicating the interaction with the input device, (ii) receive,
from a client device, data indicating that the input device is
associated with a door, and (iii) based on the data indicating
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that the input device is associated with the door, determine
that the given input terminal and the input device both
correspond to the door.

Certain implementations of the disclosed methods, sys-
tems, and techniques have particular advantages. In some
examples, the systems and techniques enable automated or
semi-automated configuring of a newly-installed access con-
trol board (e.g., when an operator replaces a previous access
control board with a new access control board). The operator
can connect the peripherals, including input devices and
access control mechanisms, into arbitrary wiring terminals
of the new control board. The operator can use the disclosed
techniques to determine the relationships between terminals
and configure the access control board functionality, sim-
plifying the installation process. In some examples, the
disclosed systems and techniques enable an operator to add
new access control devices to an existing control board and
reconfigure the existing board to communicate with and
control the new access control devices. Some implementa-
tions have additional advantages.

The details of one or more implementations are set forth
in the accompanying drawings and the description below.
Other potential features and advantages of the disclosure
will be apparent from the description, the drawings, and the
claims.

BRIEF DESCRIPTION OF THE DRAWINGS

FIG. 1 is a diagram of an example system for access
control provisioning

FIG. 2 is a flowchart illustrating an example process for
determining that a reader is associated with a relay.

FIG. 3 is a flowchart illustrating an example process for
determining that an access control mechanism is associated
with a relay.

FIG. 4 is a flowchart illustrating an example process for
determining that an access control device is associated with
a relay of a monitoring system.

FIG. 5 is a block diagram of an example monitoring
system for access control provisioning.

Like designations in the various drawings indicate like
elements.

DETAILED DESCRIPTION

Currently, operators of security systems need to monitor
readers, locks, request to exit (REX) devices, door sensors,
and other devices that are in communication with an access
control board. Specifically, the various wiring terminals of
an access control board need to be manually configured by
grouping the devices to particular wiring terminals of the
access control board using hardware and/or software of the
access control board. As the number of terminals and
devices connected to the terminals of an access control
board increases, it becomes difficult to identify which wiring
terminals correspond to which devices. For example, in a
security system of electronically locked doors, present tech-
nologies may require operators to track where the readers
that correspond to the electronically locked doors are
plugged into the access control board, as well as what wiring
terminals the readers correspond to. Further, if an access
control board is to be replaced by a new access control
board, it may become problematic to maintain the configu-
ration of the original access control board when transitioning
to the new board. In this instance, an operator may not have
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4

access to software of the original access control board that
identifies the devices and corresponding terminals of the
access control board.

This document discloses methods, systems, and devices
that are used to provide access control provisioning. As
discussed in more detail below, a system that provides
access control provisioning can monitor and identify periph-
erals, such as card readers, that are attached to various
wiring terminals of an access control board to configure
input terminals, such as access control mechanisms, within
the access control board. The system may be configured to
instruct an operator, or user, to swipe a programmable card
at a particular reader in a security system. The system can
sequentially fire relays of the access control board that
correspond to potential access control mechanisms, such as
electronically locked doors, that may correspond to the
particular reader. The system may receive data indicating
that the currently fired relay changes the state of a particular
access control mechanism, (e.g., the door has unlocked), and
therefore determine that the particular access control mecha-
nism is associated with the particular reader at which the
operator swiped the card. The system may iterate through
the process of firing relays and identifying which peripherals
correspond to which wiring terminals.

In some examples, the system that provides access control
provisioning replicates or maintains the configuration of an
access control board when switching access control boards.
In this instance, an operator may replace a previous access
control board for a new access control board. The operator
may unplug all peripherals and access control mechanisms
from the previous control board. The operator may plug the
peripherals into arbitrary wiring terminals of the new control
board, and use the system that provides access control
provisioning to determine which terminals the access control
mechanisms should be plugged into. Specifically, the system
for providing access control provisioning may cycle through
a plurality of relays for a particular peripheral, such as a
magnetic lock, until the system determines that a particular
relay corresponds to the particular peripheral. Once the
particular relay is determined, the system may map the relay
to an electronic lock of a particular door. The operator may
iterate through the peripherals and access control mecha-
nisms until the new access control board is configured with
the previous configuration of the previous access control
board.

FIG. 1 is a diagram of an example system 100 for access
control provisioning. The system 100 includes a network
110, such as a local area network (LAN), a wide area
network (WAN), the Internet, or any combination thereof.
The network 110 connects a computing device 103, REX
devices 104A-N, readers 106A-N, exit buttons 107A-N,
doors 108A-N, locks 109A-N, an access control system 120,
and a server 114.

The example system 100 may include multiple computing
devices 103, REX devices 104A-N, readers 106A-N, exit
buttons 107A-N, access control mechanisms 108 A-N, doors
109A-N, access control boards 112, and servers 114. In some
implementations, the REX devices 104A-N, readers 106 A-
N, exit buttons 107A-N, doors 108A-N, locks 109A-N may
be directly connected to the access control system 120
through either wired or wireless connections.

The computing device 103 may include a laptop, desktop,
smartphone, tablet, or any other computing device that is
known. The computing device 103 may be configured to
receive user input from user 102. The user input can indicate
that the user 102 is interacting with a reader 106 A-N. For
example, the user 102 may provide user input via a user
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interface of the computing device 103. The user input may
indicate that the user 102 is swiping a programmable card at
reader 106A. In this instance, the computing device 103 may
transmit data indicating the card being swiped at reader
106 A to the server 114 via the network 110. Additionally, the
reader 106 A may transmit data to the access control system
120 and/or the server 114 via the network 110. For example,
the reader 106 A may transmit data to the access control
system 120 as it is swiped at reader 106 A and transmit the
card data to the server 114. In this instance, server 114 may
provide data to the access control system 120 indicating that
the server 114 authenticated the card.

The access control system 120 can include one or more
access control boards, access control panels, and the like. An
access control board of the access control system 120 can
include a plurality of wiring terminals such as reader ter-
minals 122, relay terminals 123, and input terminals 124.
The reader terminals 122 may be connected to the readers
106A-N or other detection devices that provide different
data streams to the access control system 120 depending on
the card or fob interacting with the detection device. The
input terminals 124 may be connected to the request to exit
(REX) devices 104A-N and/or the exit buttons 107A-N. The
input terminals 124 may also be connected to input devices
which transmit a binary signal indicating whether the user is
interacting with the input device. The relay terminals 123
may be connected to the electronic locks 109A-N and any
other devices that receive a binary instruction from the
access control system 120.

To begin identifying which devices are associated with
each door, the user 102 may indicate on the computing
device 103 the location of the user. The computing device
103 may be executing an application that interfaces with the
server 114 and the access control system 120. The applica-
tion may be configured to map different devices to different
doors depending on the user 102’s interaction with the
application. The user 102 indicates to the application that the
user 102 is at door 109A. The user 102 may swipe the card
at the reader 106A for verification. If the card is verified by
the reader 106A, the server 114, and/or the access control
system 120, the application may map the reader 106A to
door 109A.

The application and/or the server 114 may be configured
to instruct the access control system 120 to cycle through the
relay terminals 123 in response to receiving data indicating
the card being swiped at reader 106A. The access control
system 120 cycles through the relay terminals 123 to deter-
mine which relay terminal is connected to lock 108A that is
located at door 109A. The application may indicate to the
user 102 that the access control system 120 is cycling
through the relay terminals. The application may provide an
interface for the user 102 to interact with when the access
control system 120 activates the relay terminal 123 that
corresponds to the lock 108A. For example, the interface
may provide a selectable option that the user can select when
the access control system 120 activates the relay terminal
corresponding to the lock 108A. The interface may provide
a selectable option for the user to select to indicate that the
activated relay terminal does not correspond lock 108A. In
some implementations, the application may provide a win-
dow of time for the user to provide an affirmative input that
the activated relay terminal corresponds lock 108A. If the
application does not receive the affirmative input, then the
access control system 120 may stop activating the active
relay terminal and activate another relay terminal. In this
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instance, the application and/or the server 114 can match the
door 109A with the relay terminal 123 connected to the lock
108A.

In some implementations, the server 114 can use infor-
mation from a door sensor to match the door 109A with the
relay terminal 123 connected to the lock 108A. Here, the
door sensor can be a separate contact sensor that indicates
whether the door 109A is open or closed. The door sensor
can also be connected to a terminal of the access control
system 120, allowing the system 120 to monitor the state of
the sensor. In one example, the application can instruct the
user to apply pressure to (e.g., lean on) the door 109A while
the access control system 120 cycles through the relay
terminals, activating each in sequence. When the access
control system 120 activates the relay terminal 123 that
corresponds to the lock 108 A on the door 109A, the pressure
applied by the user will open the door 109A and the door
sensor will change state to indicate that the door 109A is
open. While cycling through the relay terminals, the access
control system 120 can monitor the terminals associated
with door sensors. When the system 120 detects that a door
sensor changes state, indicating that the door 109A has
opened, the system 120 can match the door 109A with the
most recently activated relay terminal 123.

In some implementations, the door sensor can be inte-
grated as part of the relay. In this case, when a user opens the
door 109A, the state of the relay also changes. Here, the
access control system 120 can match the door 109 A with the
appropriate relay terminal 123 by instructing the user,
through the application, to force open the door 109A. The
system 120 can then monitor the relay terminals for a change
in relay state, then match the relay terminal 123 that changed
state with the door 109A.

After the reader 106A is matched with a particular relay
terminal in the access control system 120, the server 114
may be configured to transmit a notification to the comput-
ing device 103 indicating the match. For example, upon
matching the reader 106A with the wiring terminal on the
access control system 120, the server 114 can transmit a
notification indicating that the reader 106A is associated
with a particular wiring terminal and door 109A.

Similar to the reader terminals 122, the user 102 may
indicate to the application that the user is interacting with a
REX device. In this instance, the user 102 may indicate on
an interface of the application that the user 102 is interacting
with the REX device 104A that is located at door 109A. The
user 102 may activate the REX device 104A by moving in
front of the REX device 104A. The server 114 may instruct
the access control system 120 to scan the input terminals 124
for data indicating an activated input device. The access
control server 120 locates the active input terminal, and the
server 114 maps the REX device 104A to door 109A.

Additionally, the user 102 may indicate to the application
that the user is interacting with an exit button. In this
instance, the user 102 may indicate on an interface of the
application that the user 102 is interacting with the exit
button 107 A that is located at door 109A. The user 102 may
activate the exit button 107A by pressing the exit button
107A. The server 114 may instruct the access control system
120 to scan the input terminals 124 for data indicating an
activated input device. The access control server 120 locates
the active input terminal, and the server 114 maps the exit
button 107A to door 109A.

The user may repeat the steps above for doors 109B-109N
to map the card readers 106B-N, REX devices 104B-N,
locks 108B-N, and exit buttons 108B-N to the doors 109B-
N. With each of the doors 109A-109N mapped to the card
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readers 106 A-N, REX devices 104A-N, locks 108A-N, and
exit buttons 108A-N to the doors 109A-N.

Each programmable card may be associated with an
identifier, however, as security systems grow in size, there is
anonzero chance that a first programmable card may include
an identifier similar to that of a second programmable card.
In some examples, the system 100 includes functionality for
identifying overlapping programmable cards. As such, the
system 100 can be configured to provide an audial, visual, or
combination of audial and visual alert/notification upon
detection of overlapping programmable cards. For example,
there may be multiple access control systems in the system
100, such as at different properties. Each of the access
control boards can be associated with a plurality of readers
106A-N and locks 108A-N. If a set of overlapping program-
mable cards are used within the system 100, (even among
different access control boards), the server 114 can be
configured to provide an alert indicating that the set of
overlapping programmable cards has been identified.

In some implementations, the server 114 of the system
100 includes a card format identifier for determining the
encoding format implemented by a particular programmable
card. Different programmable cards may encode access
information in different formats. For example, different
programmable cards may encode the same facility data, card
serial number data, and error detection data (e.g., parity bits)
using a different number of bits or a different ordering of
bits. In some examples, different cards used to access the
same facility use the same encoding format and contain the
same facility data, but each facility user’s card has a
different, unique serial number.

When the system 100 is first applied to a facility, the
server 114 may not store information describing the particu-
lar format used by cards at the facility. The card format
identifier enables the server 114 or a user 102 to determine
the appropriate card format.

To determine the format of the programmable cards for a
particular facility, the user 102 swipes an authorized card at
a reader 106A-N, which transmits the data to the access
control system 120. The access control system 120 then
sends the encoded card data to the server 114. Based on the
length (e.g., the number of bits) of the encoded card data, the
card format identifier identifies one or more potential for-
mats that are likely to correspond to the encoded data
format. For example, the card format identifier may store a
list of formats. If the encoded card data consists of thirty-
four bits, the card format identifier may then identify any
thirty-four bit format in the list as a potential format.

The card format identifier then decodes the encoded card
data according to the one or more identified potential
formats and provides as output one or more data fields
associated with each of the potential formats used. For
example, the card format identifier may provide as output a
list of potential facility codes and serial numbers that were
decoded using each of the potential formats. In some imple-
mentations, the card format identifier provides the output to
the computing device 103 of the user 102.

Based on the outputs, the server 114 or the user 102 can
select the format that generated the correct output. For
example, if the user 102 has knowledge of the serial number
for the swiped card (e.g., if the serial number is printed on
the card), the user 102 can select the format that generated
the correct serial number. The user 102 can indicate the
selected format by, for example, inputting data to the com-
puting device 103. The server 114 can then use the selected
format to read and decode card data obtained in subsequent
readings of programmable cards at the same facility.
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The system 100 for providing access control provisioning
can be implemented as hardware, software, or any combi-
nation thereof. The system 100 can be used as a verification
wizard that determines access control board configurations
including a plurality of different readers and access control
mechanisms. The system 100 can be implemented to iden-
tify a misstep that occurs during the installation of a new
access control board. The system 100 can also be imple-
mented to identify miswiring that occurs when swapping
readers 106A-N within a security system. As such, the
system 100 can collect configurations of access control
boards that need to be transferred to new systems, or
maintained as failsafe data.

FIG. 2 is a flowchart illustrating an example process 200
for determining that a reader is associated with a relay. The
process 200 can be performed by servers or other computing
devices. For example, operations of process 200 can be
performed by server 114 of FIG. 1.

At step 210, the server receives data indicating an action
at a reader. The server may receive the data via a computing
device in communication with the server over a network.
The data can include a notification that indicates the action
is being performed at the reader, has been performed at the
reader, or is about to be performed at the reader. The action
can include a programmable card being swiped at the reader,
a biometric input being provided at the reader, or any other
form of authentication detected by the reader. The reader
may detect the action and transmit data representative of the
action to the access control system. The access control
system may attempt to authenticate the data. For example,
the reader may detect that a card has been swiped, and
transmit data identifying the card to the access control
system. The access control system may transmit data iden-
tifying the card as valid or invalid to the server. In another
example, the reader may detect that the card has been swiped
and transmit data identifying the card to the access control
system which then transmits the data to the server so that the
server may determine whether or not the card is valid.

In some examples, the server can be connected to a
communication network that identifies states of doors asso-
ciated with the readers. For example, the server can receive
information from a door sensor that indicates whether a door
is open or closed, locked or unlocked. As such, the server
can be configured to identify what the states of the doors are,
(e.g., unlocked, locked, etc.), as well as determine when the
state of each door changes. Thus, the server can monitor
access control mechanisms, or locks, associated with the
doors.

At step 220, the server cycles through a plurality of
potential relay terminals for the reader. For example, in
response to receiving data indicating that a verified card has
been swiped at the reader, the server may be configured to
instruct the access control system to cycle through a plural-
ity of potential relays for the reader. The potential relays may
each correspond to a particular access control mechanism,
such as an electronic lock of a door. As such, the server may
be configured to cycle through the relays to change the state
of a particular access control mechanism until the particular
access control mechanism changes states, e.g., a particular
door associated with the reader unlocks.

At step 230, the server determines that the reader is
associated with a particular relay terminal. In response to
providing an instruction to the access control system to
change the state of a particular access control mechanism,
the server determines that the reader is associated with a
cycled relay terminal, such as the relay terminal with the
most recently fired relay. Specifically, the server can be
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configured to determine that the reader and the correspond-
ing access control mechanism that changes states are asso-
ciated with each other. Further, the server can be configured
to determine which of the wiring terminals, such as periph-
eral terminals and input terminals, the reader and the cor-
responding access control mechanism each correspond to.

At step 240, the server provides the particular relay
terminal and the reader for output. Upon matching the
particular relay terminal with the particular reader, the server
can be configured to transmit a notification to the computing
device. The notification can include an indication that a
match has been found, an indication of the particular relay
terminal associated with the reader and access control
mechanism, an indication of the particular access control
mechanism associated with the reader, an indication of the
wiring terminal of the particular reader, or any combination
thereof.

Further, the server can be configured to store the particular
reader along with the associated relay terminal for reference.
Therefore, upon iterating through multiple readers, by
sequentially firing the relay terminals of the access control
board, the server can determine a configuration for the
access control board. The server can determine a configu-
ration for the access control board that identifies which
components, such as peripherals and access control mecha-
nisms, are associated with which wiring and relay terminals
of the access control board.

FIG. 3 is a flowchart illustrating an example process 300
for determining that a reader is associated with a relay. The
process 300 can be performed by servers or other computing
devices. For example, operations of process 300 can be
performed by server 114 of FIG. 1.

At step 310, the server cycles through a plurality of relays
that correspond to a system of access control mechanisms.
The server can be configured to instruct an access control
system to cycle through the plurality of relays at a prede-
termined point in time. For example, the server can be
configured to cycle through the plurality of relays upon
receiving data indicating that a new access control board has
been implemented in a security system. In another example,
the server can be configured to cycle through the plurality of
relays upon receiving user input via a computing device in
communication with the server over a network. The server
can be configured to cycle through a plurality of relays that
correspond to a system of access control mechanisms, such
as a plurality of magnetic locks that are installed into a
plurality of door frames in a security system. The server can
be configured to cycle through the plurality of relays to
determine associations between the relays and access control
mechanisms.

At step 320, the server receives data indicating that a
particular access control mechanism of the system changes
state. The server may receive data automatically when a
cycled relay adjusts the state of a particular access control
mechanism. Additionally, or alternatively, the server may
receive data indicating that the cycled relay adjusts the state
of the particular access control mechanism via a computing
device in communication with the server over the network.
For example, the server can be configured to cycle through
a plurality of relays that correspond to a system of magnetic
locks installed in door frames. The server may sequentially
activate each relay for a period of one minute. Over the span
of the minute, the server may request information indicating
whether or not a particular access control mechanism, or a
particular magnetic lock, changes state. In this instance, a
user may provide user input via the computing device
indicating that the particular magnetic lock has unlocked.
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At step 330, the server determines that the particular
access control mechanism is associated with a cycled relay
of the plurality of relays. In response to receiving data
indicating that the particular access control mechanism, or
magnetic lock, changes state, the server can be configured to
match the cycled relay with the particular access control
mechanism. Further, the server can be configured to deter-
mine that the cycled relay and the particular access control
mechanism correspond to a particular wiring terminal in the
access control board. Therefore, the server can be configured
to determine a configuration of an access control board by
sequentially firing relays of the access control board and
determine that the cycled relays match certain access control
mechanisms based in part on received data indicating that
the certain access control mechanisms change state.

FIG. 4 is a flowchart illustrating an example process 400
for determining that an access control device is associated
with a relay of a monitoring system. Process 400 can be
performed by a system for access control provisioning, such
as the monitoring system 500 of FIG. 5 or the system 100 of
FIG. 1. Briefly, process 400 includes transmitting, through a
given relay of a plurality of relays included in a monitoring
system, a given access control request (410); receiving, by
an access control device of the monitoring system, the given
access control request (420); receiving, by the monitoring
system, data indicating that the access control device
received the given access control request (430); and based
on the data indicating that the access control device received
the given access control request, determining that the given
relay of the plurality of relays corresponds to the access
control device (440).

In more detail, at step 410, the monitoring system trans-
mits, through a given relay of a plurality of relays including
in a monitoring system that is configured to monitor a
property, a given access control request. For example, in
some implementations, the monitoring system includes an
input device, that can be an electronic card reader, an exit
button, or another request to exit device. The input devices
may be located at various points of entry and exit from a
property (e.g., at various doors).

The monitoring system also can include a monitor control
unit, which can be, for example, the access control system
120 of FIG. 1 or the control unit 511 of FIG. 5. The control
unit may receive, from the input device an access control
request. For example, the control unit may receive an access
control request that was input by a user swiping a card at a
card reader located at a particular door.

The monitoring system also includes a plurality of relays.
A particular relay may correspond to a particular access
control device. The access control device can be, for
example, a magnetic lock or an electronic lock on a door of
the property. The access control device can also be another
access control mechanism. The access control device is
configured to receive an access control request and provide
access to a portion of the property, e.g., to unlock a door, in
response to the access control request.

At step 410, the monitor control unit transmits through a
given relay of the plurality of relays, the received access
control request. In some examples, transmitting the access
control request may cause the given relay to change state
(e.g., open or close).

At step 420, an access control device of the monitoring
system associated with the given relay receives the given
access control request. In response to the access control
request, the access control device may change state. For
example, the access control device may unlock a magnetic
door lock.
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At step 430, the monitoring system receives data indicat-
ing that the access control device received the given access
control request. For example, the monitoring system can
receive data indicating that a particular door was unlocked,
indicating that the access control device associated with that
door received the given access control request. The moni-
toring system can receive the data, for instance, from a
sensor associated with the particular door or from a user
monitoring the door.

In some implementations, when the control unit transmits
the access control request through the relay, it also sends, to
a user’s client device, additional data indicating that the
request was transmitted. For example, the control unit may
send a message to a user’s mobile computing device noti-
fying the user that the unit transmitted the access control
request through the relay.

After receiving the message, the user may monitor the
particular door associated with the access control device to
determine whether the device received the request (e.g., to
determine whether the particular door unlocked). If the user
determines that the access control device received the
request (e.g., the door unlocked), the user may send data
indicating that the access control device received the request
to the control unit through the mobile computing device.

At step 440, based on the data indicating that the access
control device received the given access control request, the
monitoring system determines that the given relay of the
plurality of relays corresponds to the access control device.
For example, if the access control device is configured to
provide access to the portion of the property through a
particular door, the system can determine that the given relay
and the access control device both correspond to the par-
ticular door.

In some examples, based on the data indicating that the
access control device received the given access control
request, the system can also associate the particular input
device that provided the access control request to the given
relay that corresponds to the access control device. For
example, the monitoring system can store data indicating
that the particular input device (e.g., a card reader) is at the
same door as the access control device (e.g., the door lock)
that corresponds to, or is controlled by, the given relay.

In some examples, the monitoring system may receive
data indicating that the access control device did not receive
the given access control request. For example, the access
control device may be associated with a relay different from
the given relay through which the control unit transmitted
the request. Based on the data indicating that the access
control device did not receive the given access control
request, the monitoring system may determine that the given
relay of the plurality of relays does not correspond to the
access control device.

For example, after transmitting the access control request
through the given relay, the monitoring system may deter-
mine that a particular amount of time has elapsed without
receiving data indicating that the access control device
received the request. Based on determining that the system
has not received data indicating reception within the par-
ticular amount of time, the system may determine that the
given relay does not correspond to the access control device.

In some implementations, if the monitoring system
receives data indicating that the access control device did
not receive the given access control request, it may transmit
the access control request through a second relay of the
plurality of relays. The monitoring system can then continue
to cycle through relays (e.g., transmitting the request
through a relay, receiving data indicating that the device did
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not receive the request, transmitting the request through a
different relay, etc.) until it receives data indicating that the
particular access control device received the access control
request.

In some implementations, the system only transmits the
access control request through relays that are already not
associated with a different access control device. For
example, before transmitting the access control request
through a given relay, the system can determine that the
given relay does not correspond to a different access control
device and, based on that determination, transmit the access
control request.

In some implementations, the system repeats this process
for additional access control devices of the monitoring
system. For example, the system can receive an access
control request from an additional input device, then trans-
mit that request through a given relay and wait to receive
data indicating that the additional access control device
received the request. If the system determines that the access
control device did not receive the request, it can transmit the
request through a second relay, and so on, until it identifies
the relay that corresponds to the additional access control
device.

In some implementations, the monitoring system includes
an input device that is located at the property and that is
configured to transmit data indicating an interaction with the
device. For example, the input device may be an electronic
card reader configured to transmit data indicating that a card
has been swiped at the reader or an exit button configured to
transmit data indicating that the button has been pressed.
The monitor control unit of the system also includes a
plurality of input terminals that are each configured to
receive data indicating an interaction with a given input
device. The control unit can be further configured to (i)
receive, through a given input terminal of the plurality of
input terminals, the data indicating the interaction with the
input device; (ii) receive, from a client device, data indicat-
ing that the input device is associated with a particular door;
and (iii) based on the data indicating that the input device is
associate with the door, determining that the given input
terminal and the input device both correspond to the par-
ticular door.

For example, the control unit may receive data on a
particular input terminal indicating that there was an inter-
action with an input device. The control unit may also
receive data from a user through a client device indicating
that the user pressed an exit button that is associated with a
particular door. Based on the data from the user, the control
unit may determine that the exit button and the particular
input terminal both correspond to the particular door indi-
cated by the user.

FIG. 5 is a block diagram of an example monitoring
system 500 for access control provisioning. The electronic
system 500 includes a network 505, an access control board
510, one or more user devices 540, 550, and an access
control server 560. In some examples, the network 505
facilitates communications between the access control board
510, the one or more user devices 540, 550, and the access
control server 560. In some examples, the system 500 is also
configured to perform property monitoring.

The network 505 is configured to enable exchange of
electronic communications between devices connected to
the network 505. For example, the network 505 may be
configured to enable exchange of electronic communica-
tions between the access control board 510, the one or more
user devices 540, 550, and the access control server 560. The
network 505 may include, for example, one or more of the
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Internet, Wide Area Networks (WANs), Local Area Net-
works (LANSs), analog or digital wired and wireless tele-
phone networks (e.g., a public switched telephone network
(PSTN), Integrated Services Digital Network (ISDN), a
cellular network, and Digital Subscriber Line (DSL)), radio,
television, cable, satellite, or any other delivery or tunneling
mechanism for carrying data. Network 505 may include
multiple networks or subnetworks, each of which may
include, for example, a wired or wireless data pathway. The
network 505 may include a circuit-switched network, a
packet-switched data network, or any other network able to
carry electronic communications (e.g., data or voice com-
munications). For example, the network 505 may include
networks based on the Internet protocol (IP), asynchronous
transfer mode (ATM), the PSTN, packet-switched networks
based on IP, X.25, or Frame Relay, or other comparable
technologies and may support voice using, for example,
VoIP, or other comparable protocols used for voice commu-
nications. The network 505 may include one or more net-
works that include wireless data channels and wireless voice
channels. The network 505 may be a wireless network, a
broadband network, or a combination of networks including
a wireless network and a broadband network.

The access control board 510 includes a controller 512, a
network module 514, and a set of relays 516. In some
examples, the system 500 includes multiple access control
boards such as access control board 510. The controller 512
is configured to control an access control system (e.g., a
commercial security system or a home alarm system) that
includes the access control board 510. In some examples, the
controller 512 may include a processor or other control
circuitry configured to execute instructions of a program that
controls operation of a security system. In these examples,
the controller 512 may be configured to receive input from
readers, sensors, detectors, or other devices included in the
security system and control operations of devices included
in the security system (e.g., a door, a magnetic lock, etc.).
For example, the controller 512 may be configured to control
operation of the network module 514 and the relays 516
included in the access control board 510.

In some examples, the access control board 510 is part of
a control unit 511, which may be similar to the access control
system 120 of FIG. 1. In these examples, the controller 512
and the network module 514 may also be part of the control
unit 511. The controller 512 may be configured to receive
input from sensors, flow meters, or other devices included in
the control unit system and control operations of devices
included in the household (e.g., speakers, lights, doors, etc.)
and/or the access control board 510. In some examples, the
control unit 511 may be configured to control operation of
the controller 512 and/or the network module 514.

The network module 514 is a communication device
configured to exchange communications over the network
505. The network module 514 may be a wireless commu-
nication module configured to exchange wireless commu-
nications over the network 505. For example, the network
module 514 may be a wireless communication device con-
figured to exchange communications over a wireless data
channel and a wireless voice channel. In this example, the
network module 514 may transmit security data over a
wireless data channel and establish a two-way voice com-
munication session over a wireless voice channel. The
wireless communication device may include one or more of
a LTE module, a GSM module, a radio modem, cellular
transmission module, or any type of module configured to
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exchange communications in one of the following formats:
LTE, GSM or GPRS, CDMA, EDGE or EGPRS, EV-DO or
EVDO, UMTS, or IP.

The network module 514 also may be a wired commu-
nication module configured to exchange communications
over the network 505 using a wired connection. For
instance, the network module 514 may be a modem, a
network interface card, or another type of network interface
device. The network module 514 may be an Ethernet net-
work card configured to enable the access control board 510
and/or the control unit 511 to communicate over a local area
network and/or the Internet. The network module 514 also
may be a voiceband modem configured to enable the alarm
panel to communicate over the telephone lines of Plain Old
Telephone Systems (POTS).

The monitoring system 500 that includes the access
control board 510 includes one or more readers or detectors.
For example, the access control system may include mul-
tiple readers 520. The readers 520 may include a card reader,
a badge reader, a barcode reader, a radio-frequency identi-
fication reader, a Bluetooth low energy (BLE) reader, a
near-field communication (NFC) device, or any other type of
reader included in an alarm system or security system. For
example, the readers 520 may include a RFID sensor that
identifies a particular article that includes a pre-assigned
RFID tag. In some examples, the readers 520 can include
pinpads or other devices that enable a user to input an
authentication code or other user credentials.

The relays 516 include functionality that can control and
adjust states of access control mechanisms 534 in response
to events detected at the readers 520. The events detected at
the readers 520 may include scanning an RFID card at an
RFID reader. In this instance, the controller 512 may cycle
through the relays 516 to match the reader 520 with a
particular relay. For example, the relays 516 may be fired by
the controller 512 in response to an event detected by a
reader 520. The relays 516 may be fired until a particular
access control mechanism 534 is determined to match one of
the fired relays 516. Therefore, the relays 516 may be
associated with access control mechanisms 534 via the
controller 505, input at the user devices 540, 550, the access
control server 560, and so on.

The access control board 510 communicates with the
automation module 522 and the access control mechanisms
534 to enable access control provisioning. The module 522
is connected to one or more devices that enable property
automation control. For instance, the module 522 may be
connected to one or more doors and may be configured to
control operation of the one or more doors. Also, the module
522 may be connected to one or more electronic locks at a
property and may be configured to control operation of the
one or more electronic locks (e.g., control Z-Wave locks
using wireless communications in the Z-Wave protocol).

The access control mechanisms 534 may be a lock for a
door, a magnetic lock, or any other type of access control
device that may control access permissions. The access
control mechanisms 534 may be controlled based on com-
mands received from the access control board 510 or the
control unit 511, possibly through the module 522. For
instance, the control unit 511 or board 510 may cause an
access control mechanism 534, such as a lock for a door, to
open when an RFID card is read by an RFID reader 520.

The access control mechanisms 534 may be triggered by
several different types of techniques. For instance, a Passive
Infra-Red (PIR) motion sensor may be built into the access
control mechanisms 534 and used to trigger the access
control mechanisms 534. The access control mechanisms






