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Systems and techniques are described for tracking guard 
tours . In some implementations , the techniques include the 
actions of receiving data indicating an initiation of a guard 
tour at the property and by a user , where the guard tour 
defines a path that includes one or more checkpoints with 
which the user is instructed to interact . The actions further 
include analyzing the sensor data . The actions further 
include determining a location of the user conducting the 
guard tour at the property . The actions further include based 
on the location of the user and the path of the guard tour , 
determining that the user is not following the path of the 
guard tour . The actions further include based on determining 
that the user is not following the path of the guard tour , 
providing , for output , data indicating that the user is not 
following the path of the guard tour . 
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GUARD TOUR TRACKING may transmit a notification to John's cellular device if the 
guard does not hit the checkpoint in the predetermined 

CROSS - REFERENCE TO RELATED period or should another checkpoint be hit with a different 
APPLICATION indication than the one prescribed for that checkpoint . 

In one general aspect , a method is performed by one or 
This application claims the benefit of U.S. Provisional more computers of a monitoring system , the monitoring 

Application No. 62 / 523,375 filed Jun . 22 , 2017 , which is system that is configured to monitor a property , the moni 
incorporated herein by reference . toring system including one or more sensors that are located 

throughout the property and a monitor control unit . The 
TECHNICAL FIELD method includes : receive , from a user , data indicating an 

initiation of a guard tour at the property ; receive , from the This specification relates generally to security monitoring user , data indicating a presence of the user at a checkpoint systems . along a path of the guard tour ; after receiving the data 
BACKGROUND 15 indicating the presence of the user at the checkpoint along 

the path of the guard tour , analyze sensor data from a sensor 
Guards can be a strong deterrent to theft and crimes on of the one or more sensors ; based on analyzing the sensor 

various premises . For example , typical usages of guards to data , determine a location of the user ; based on the location 
deter theft and crime include acting as a sentry to control of the user and the path of the guard tour , determine that the 
security access to an area , as a customer service ambassador , 20 user is not following the path of the guard tour ; and , based 
and escorting customers and employees to various secure on determining that the user is not following the path of the 
locations . People who employee guards want to ensure that guard tour , provide , for output , an instruction to return to 
the guards are doing their tours properly . that checkpoint . 

Other embodiments of this and other aspects of the 
SUMMARY 25 disclosure include corresponding systems , apparatus , and 

computer programs , configured to perform the actions of the 
The subject matter of the present disclosure is related to methods , encoded on computer storage devices . A system of 

techniques for using an integrated security environment to one or more computers can be so configured by virtue of 
monitor a guard tour path at a monitored property . Specifi- software , firmware , hardware , or a combination of them 
cally , the integrated security environment includes a security 30 installed on the system that in operation cause the system to 
system and a control unit inside the monitored property . The perform the actions . One or more computer programs can be 
security system monitors activity patterns for individuals at so configured by virtue having instructions that , when 
the monitored property . The security system performs the executed by data processing apparatus , cause the apparatus 
monitoring by communicating with the control unit at the to perform the actions . 
monitored property . The security system obtains sensor data 35 Implementations may include one or more of the follow 
from the control unit in order to monitor and learn activity ing features . For example , in some implementations , the 
patterns for individuals and guards located at the monitored monitor control unit is configured to update the path of the 
property . In addition , the security system may provide a guard tour based on the sensor data ; and provide , to the user , 
guard with a guard tour path to take at the monitored data indicating the updated path of the guard tour . 
property for ensuring the monitored property is secure . The 40 In some implementations , the method further includes 
guard tour path may include checkpoints to ensure the guard wherein the monitor control unit is configured to update the 
is following the guard tour path . In response to the security path of the guard tour by : identifying one or more additional 
system detecting an unexpected event while the guard walks checkpoints that each indicate a location within the property 
the guard tour path , the security system can notify an owner with which the user is instructed to interact . 
of the monitored property and the guard of the particular 45 In some implementations , the method further includes the 
event occurring at the monitored property . monitor control unit is configured to generate a time thresh 

In some implementations , the security system may notify old for the user to move from the checkpoint to an additional 
the owner of the monitored property based on an activity checkpoint ; determine an amount of time that has elapsed 
pattern of the guard during the guard tour at the monitored since receiving the data indicating the presence of the user 
property . For example , the owner of the monitored property , 50 at the checkpoint ; compare the amount of time that has 
John may , hire a guard to tour a path around his monitored elapsed since receiving the data indicating the presence of 
property while John is not home . John may securely arm his the user at the checkpoint to the time threshold ; based on 
home for detection and leave for the night at 9:00 PM . John comparing the amount of time that has elapsed since receiv 
pays the guard to tour the path around his monitored ing the data indicating the presence of the user at the 
property while John is out . The security system can provide 55 checkpoint to the time threshold , determine that the amount 
the guard with a path to tour around John's monitored of time is greater than the time threshold ; and determine that 
property in response to detecting the arrival of the guard . the user is not following the path of the guard tour further 
The path to tour may include one or more checkpoints that based on determining that the amount of time is greater than 
the guard needs to sequentially hit in a predetermined the time threshold . 
period . In this instance , one or more checkpoints may 60 In some implementations , the method further includes one 
include flicking a light switch in the basement , badging into or more electronic devices that are located throughout the 
the front door , and being visually recognized with a camera property and that are configured to change state in response 
utilizing a facial recognition system , to to an instruction from the monitor control unit , wherein the 
examples , that the security system interprets to mean the monitor control unit is configured to provide , for output , an 
guard meets a checkpoint . The security system may transmit 65 instruction to return to the checkpoint by : identifying at least 
a notification to John's cellular device when the guard hits one of the one or more electronic devices that are located 
each of the checkpoints . Additionally , the security system between the location of the user and the checkpoint ; and 

name a few 
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providing , for output , an instruction to the at least one of the determining that the amount of time is greater than the time 
one or more electronic devices to change state . threshold . The monitor control unit is configured to provide , 

In some implementations , the method further includes the for output , the data indicating that the user is not following 
monitor control unit is configured to update the path of the the path of the guard tour by providing , to a property owner 
guard tour based on the sensor data by based on the sensor 5 of the property , the notification indicating that the user is not 
data , determine that an additional user is located at an following the path of the guard tour . 
additional location at the property ; and updating the path of Each of the one or more checkpoints is configured to 
the guard tour without including the additional location at initiate , in response to user interaction , a data transmission the property where the additional user is located . to the monitor control unit indicating that the user is located 

In some implementations , the method further includes the 10 at the checkpoint . The monitor control unit is configured to , 
path of the guard tour defines a route around the monitored based on determining that the user is not following the path 
property for the user to follow . of the guard tour , provide , for output to the user , an instruc 

In some implementations , the method further includes the tion to return to a checkpoint of the one or more checkpoints . 
checkpoint is a location along the path of the guard tour The monitoring system includes one or more electronic 
where the user is instructed to initiate a data transmission to 15 devices that are located throughout the property and that are 
the monitor control unit indicating that the user is located at configured to change state in response to an instruction from 
the checkpoint . the monitor control unit . The monitor control unit is con 

According to another innovative aspect of the subject figured to provide , for output , an instruction to return to the 
matter described in this application , a monitoring system checkpoint by identifying at least one of the one or more 
that is configured to monitor a property and for tracking a 20 electronic devices that is located near both the location of the 
guard tour includes one or more sensors that are located checkpoint ; and providing , for output , an instruction to the 
throughout the property and that are configured to generate at least one of the one or more electronic devices to change 
sensor data ; and a monitor control unit that is configured to state . The monitor control unit is configured to receive data 
receive data indicating an initiation of a guard tour at the indicating a presence of the user at a checkpoint of the one 
property and by a user , wherein the guard tour defines a path 25 or more checkpoints ; and determine the location of the user 
that includes one or more checkpoints with which the user conducting the guard tour at the property further based on a 
is instructed to interact ; receive , from the one or more location of the checkpoint . 
sensors , the sensor data ; after receiving the data indicating Other embodiments of this and other aspects of the 
the initiation of the guard tour at the property , analyze the disclosure include corresponding systems , apparatus , and 
sensor data ; based on analyzing the sensor data , determine 30 computer programs , configured to perform the actions of the 
a location of the user conducting the guard tour at the methods , encoded on computer storage devices . A system of 
property ; based on the location of the user and the path of the one or more computers can be so configured by virtue of 
guard tour , determine that the user is not following the path software , firmware , hardware , or a combination of them 
of the guard tour ; and based on determining that the user is installed on the system that in operation cause the system to 
not following the path of the guard tour , provide , for output , 35 perform the actions . One or more computer programs can be 
data indicating that the user is not following the path of the so configured by virtue having instructions that , when 
guard tour . executed by data processing apparatus , cause the apparatus These and other implementations can each optionally to perform the actions . 
include one or more of the following features . The monitor The details of one or more embodiments of the subject 
control unit is configured to update the path of the guard tour 40 matter of this specification are set forth in the accompanying 
based on the sensor data ; and provide , for output , data drawings and the description below . Other features , aspects , 
indicating the updated path of the guard tour . The monitor and advantages of the subject matter will become apparent 
control unit is configured to update the path of the guard tour from the description , the drawings , and the claims . 
based on the sensor data by , based on the sensor data , 
determining that a person is located at an additional location 45 BRIEF DESCRIPTION OF THE DRAWINGS 
at the property ; and based on determining that the person is 
located at the additional location at the property , updating FIG . 1 is a contextual diagram of an example system of 
the path of the guard tour . The monitor control unit is an integrated security environment for monitoring and track 
configured to update the path of the guard tour by identifying ing guard tours in a monitored property . 
one or more additional checkpoints that each indicate an 50 FIG . 2 is a flowchart of an example process for providing 
additional location within the property with which the user a dynamically generated guard tour path to the user for the 
is instructed to interact . The monitor control unit is config- monitored property . 
ured to determine a current time of day ; and update the path FIG . 3 is a flowchart of an example process for providing , 
of the guard tour further based on the current time of day . to a guard and to a property owner , an indication that the 

The monitor control unit is configured to after receiving 55 guard is not following a guard tour path . 
the data indicating the initiation of the guard tour at the FIG . 4 is a flowchart of an example process for adding an 
property , generate a time threshold for the user to move to additional checkpoint on the guard tour path in response to 
a checkpoint of the one or more checkpoints ; determine an determining a location on the monitored property associated 
amount of time that has elapsed since receiving the data with unusual activity . 
indicating initiation of the guard tour ; compare the amount 60 FIG . 5 is a block diagram of an example of a guard tour 
of time that has elapsed since receiving the data indicating tracking system for monitoring a guard tour at a particular 
initiation of the guard tour to the time threshold ; based on facility that may utilize various security components . 
comparing the amount of time that has elapsed since receiv 
ing the data indicating initiation of the guard tour to the time DETAILED DESCRIPTION 
threshold , determine that the amount of time is greater than 65 
the time threshold ; and determine that the user is not FIG . 1 is a contextual diagram of an example system of 
following the path of the guard tour further based on an integrated security environment 100 for monitoring and 
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tracking guard tours in a monitored property . Though system home devices 116 in the monitored property 102. In other 
100 is shown and described including a particular set of implementations , the security system 134 may communicate 
components including a control unit server 104 , a network with the one or more speakers 108 , the one or more cameras 
106 , speakers 108 , cameras 110 , lights 112 , sensors 114 , 110 , the one or more lights 112 , the one or more home 
home devices 116 , network 132 , communication links 133 , 5 devices 116 , and the one or more sensors 114 without 
security system 134 , the present disclosure need not be so directly communicating through the control unit server 104 . 
limited . For instance , in some implementations only a subset In some implementations , the connected devices may con 
of the aforementioned components may be used by the nect via Wi - Fi , Bluetooth , or any other protocol used to 
integrated security environment for monitoring the control communicate over network 106 to the control unit server 
unit of the monitored property . As an example , there may be 10 104. Additionally , the control unit server 104 communicates 
implementations that do not use the speakers 108. Similarly , over a long - range wired or wireless connection with a 
there may be implementations that the security system 134 security system 134 over network 132 via communication 
is stored in the control unit server 104. Yet other alternative links 133. In some implementations , the security system 134 
exemplary systems also fall within the scope of the present is located remotely from the monitored property 102 , and 
disclosure such as a system that does not use a control unit 15 manages the monitoring at the monitored property 102 , as 
server 104. For these reasons , the system 100 should not be well as other ( and , perhaps , many more ) monitoring systems 
viewed as limiting the present disclosure to any particular located at different monitored properties that are owned by 
set of necessary components . various users . In other implementations , the security system 
As shown in FIG . 1 , a monitored property 102 of an 134 is located locally at the monitored property 102. The 

owner is monitored by a control unit server 104 that includes 20 security system 134 communicates bi - directionally with the 
components within the monitored property 102. The inte- control unit server 104. Specifically , the security system 134 
grated security environment 100 further includes an out- receives sensor data descriptive of events detected by the 
house 130 , which may be used as a stop on a checkpoint . The sensors included in the monitoring system of the monitored 
monitored property 102 may be a residential facility , such as property 102. Additionally , the security system 134 trans 
a home , a commercial facility , such as an office building , or 25 mits instructions of the control unit server 104 for particular 
a storage facility , such as a warehouse , to name a few events . 
examples . The components within the monitored property In the example shown in FIG . 1 , a property owner 131 
102 may include one or more speakers 108 , one or more may prepare to leave the monitored property 102. The 
cameras 110 , one or more lights 112 , one or more sensors property owner can include a manager , a boss , a home 
114 , and one or more home devices 116. The one or more 30 owner , or a family member of the home owner , to name a 
cameras 110 may include video cameras that are located at few examples . In doing so , the property owner 131 may turn 
the exterior of the monitored property 102 near the front off each of the one or more lights 112 , turn off each of the 
door 121 , as well as located the interior of the monitored one or more home devices 117 , lock the front door 121 , and 
property 102 near the front door 121. For example , video close and lock each of the one or more windows 118. In 
camera 128 may be placed at the exterior of the monitored 35 some implementations , the property owner 131 may interact 
property 102 for visually recognizing an individual with a client device 126 to activate a signature profile , such 
approaching the monitored property 102. The video camera as " arm home ” for the monitored property 102. The client 
128 may record images or video of individuals , send the device 126 ( and client device 140 ) may display a web 
images or video to the control unit server 104 to perform interface , an application , or a device specific for a smart 
techniques related to facial recognition to recognize the 40 home system . The client device 126 can be , for example , a 
individual approaching the monitored property 102. The one desktop computer , a laptop computer , a tablet computer , a 
or more sensors 114 include a motion sensor located at the wearable computer , a cellular phone , a smart phone , a music 
exterior of the monitored property 102 , a front door sensor player , an e - book reader , a navigation system , a security 
that is a contact sensor positioned at the front door 121 , a panel , or any other appropriate computing device . In some 
pressure sensor that receives button presses at a light device 45 implementations , the client device 126 may communicate 
122 , and a lock sensor that is positioned at the front door 121 with the control unit server 104 using the network 106 and 
and each window 118. The contact sensor may sense one or more communication links 107. The network 106 
whether the front door 121 or the windows 118 is in an open may be wired or wireless or a combination of both and can 
position or a closed position . The lock sensor may sense include the Internet . 
whether the front door 121 and each window 118 is in an 50 In some implementations , the property owner 131 may 
unlocked position or a locked position . The one or more communicate with the client device 126 to activate a sig 
home devices 116 may include home appliances such as a nature profile for the monitored property 102. To illustrate , 
washing machine , a dryer , a dishwasher , an oven , a stove , a the property owner 131 may first instruct the control unit 
microwave , and a laptop , to name a few examples . Addi- server 104 to set a signature profile for arming the monitored 
tionally , should the monitored property 102 be a commercial 55 property 102. For example , property owner 131 may use a 
facility , the one or more devices 116 may include a printer , voice command to say “ Smart Home , Arm Home , ” as shown 
a copier , a vending machine , and a fax machine to name a in FIG . 1. The voice command may include a phrase , such 
few examples . as “ Smart Home ” to trigger the client device 126 to actively 
The control unit server 104 communicates over a wired or listen to a command following the phrase . Additionally , the 

wireless connection over network 106 with connected 60 phrase “ Smart Home ” may be a predefined user configured 
devices such as each of the one or more speakers 108 , one term to communicate with the client device 126. The client 
or more cameras 110 , one or more lights 112 , one or more device 126 can send the voice command to the control unit 
home devices 116 ( washing machine , a dryer , a dishwasher , server 104 over the network 106 , and the one or more 
an oven , a stove , a microwave , a laptop , etc. ) , and one or communication links 107. The control unit server 104 may 
more sensors 114 to receive sensor data descriptive of events 65 notify the security system 134 that monitored property 102 
detected by the one or more speakers 108 , the one or more is to be armed . In addition , the control unit server 104 may 
cameras 110 , the one or more lights 112 , and the one or more set parameters to arm the monitored property 102 in 
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response to receiving the voice command . Moreover , the 126 that says “ home armed ” once the control unit server 
control unit server 104 can send back a confirmation to the 104A sets the parameters . In addition , the control unit server 
client device 126 in response to arming the monitored 104A transmits a message to the security system 134 that the 
property 102 and setting the armed parameters . For example , monitored property 102 finished arming . At this point , the 
the control unit server 104 may send back a response to user 126 may leave the monitored property 102 . 
display a message on the client device 126 that says “ home In some implementations , a guard 137 may arrive at the 
armed . ” monitored property 102 and the property owner 131 is not at 

In some implementations , in order for the control unit the monitored property 102. In other implementations , the 
server 104 to allow the property owner 131 and others to guard 137 may arrive while the property owner 131 is 
activate a signature profile case for the monitored property 10 located at the monitored property 102. The one or more 
102 , the property owner 131 and others may define and store sensors 114 and the one or more cameras 110 with process 
signature profiles in the control unit server 104. In other ing performed by the control unit server 104 may recognize 
implementations , the property owner 131 and others may the guard 137 upon his or her arrival . For example , the one 
define and store signature profiles in the security system 134 . or more cameras 110 may transmit the video feed to the 
The signature profile may be associated with each user and 15 control unit server 104 for performing facial recognition 
allow for various use cases of the devices in the monitored software to recognize the individual as the guard 137 . 
property 102. Each of the signature profiles can be associ- Additionally , the guard 137 may interact with a security 
ated with one user , such as property owner 131 and guard panel 120 to identify himself or herself to the monitored 
137. For example , property owner 131 may create a signa- property 102. The control unit server 104 may receive the 
ture profile for arming the monitored property 102. Addi- 20 information regarding the facial recognition and / or the infor 
tionally , the property owner 131 may create a signature mation from the security panel 120 and transfer the infor 
profile for the guard 137 for monitoring a guard travelling mation to the security system 134. The security system 134 
around the monitored property 102 on a guard tour path 136 . may execute facial recognition software on the received feed 
In some implementations , the signature profile for monitor- to recognize the individual by comparing the facial recog 
ing the guard around the monitored property 102 may 25 nition results to stored facial data . Additionally , the security 
include a guard tour path 136 that is dynamically generated . system 134 may compare the results of the information from 

In some implementations , the property owner 131 may the security panel 120 , such as a keyed pin , to stored 
store one or more parameters associated with a use case in information for a particular user . Should the security system 
his or her signature profile . Specifically , the one or more 134 determine that the facial recognition results match 
parameters for each use case may describe settings for the 30 stored facial data of a guard 137 , the security system 134 
guard tour path use case , a volume level in decibels ( DB ) of may transmit an instruction to unlock to the front door 121 . 
the speakers 108 , an aperture amount for the cameras 110 , a In some implementations , the security system 134 may 
brightness intensity level of the lights 112 , turning on home compare a current time with a time start a guard tour in 
devices 116 such as a television , laptop , one or more fans , the “ guard tour path ” signature profile in response to deter 
setting a specific temperature of a thermostat , opening or 35 mining the results of the facial recognition is found to be the 
closing the shades of window 118 a particular amount , and guard 137. If the current time falls within the time to start the 
any other parameters to describe the use case . For example , guard tour , the security system 134 transmits an indication 
the property owner 131 may create a signature profile with to the control unit server 104 to set the parameters associated 
a use case for " guard tour path . ” The property owner 131 with the “ guard tour path ” signature profile . In response to 
may define the one or more parameters to silence the 40 setting the parameters associated with the " guard tour path ” 
speakers 108 , with a volume level of -110 dB , an aperture signature profile , the control unit server 104 transmits an 
of f / 16 for the one or more cameras 110 , 1100 lumens indication back to the security system 134 indicating 
brightness for the one or more lights 112 , turning off a completion of setting the " guard tour path ” signature profile . 
television , a laptop , no fans , unlocking the front door , Additionally , the security system 134 transmits a notification 
turning on the video camera 128 , setting the thermostat to 68 45 to the client device 140 associated with the guard 137 to alert 
degrees Fahrenheit , and fully opening the blinds of the one the guard 137 to start the guard tour . Specifically , the client 
or more windows 118 . device 140 may display a message to the guard 137 stating 

In some implementations , the control unit server 104 can “ Start guard tour . ” In other implementations , a guard tour 
set the parameters for “ arming the home ” in response to the time may not be required by the “ guard tour path ” signature 
property owner 131 instructing through the client device 126 50 profile and the guard 137 may tour the monitored property 
to arm the home . Specifically , the one or more parameters 102 each time he or she arrives at the monitored property 
for “ arming the home ” may include not playing a song , a 102 . 
volume level of 0 dB for the speakers 108 , an aperture of In some implementations , the security system 134 may 
f / 16 for the one or more cameras 110 , zero lumens for the provide a guard tour path 136 associated with the " guard 
one or more lights 112 , turning off a television , turning off 55 tour path ” signature profile to the client device 140. The 
a laptop , no fans , setting the thermostat to 67 degrees guard tour path 136 may include one or more checkpoints 
Fahrenheit , and fully closing the blinds of the one or more that the guard 137 interacts with in the integrated security 
windows 118. Additionally , the control unit server 104 environment 100. Examples of a checkpoint can include a 
increases the sensitivity associated with each of the one or location , such as the front porch or the back porch , at the 
more sensors 114 for the “ arming the home ” use case . 60 monitored property 102. Additionally , a checkpoint can 
Specifically , control unit server 104 may increase the sen- include interaction at a specific location , such as interacting 
sitivity for the front door sensor and the lock sensor by a with a light switch or triggering a motion sensor . For 
predetermined factor so that smaller movements of the front example , in order for the guard 137 to reach a checkpoint , 
door or garage door trigger an alarm event . For example , the the guard 137 must interact with the light switch at the front 
sensitivity may be increased by a factor of five . 65 porch . In another example , in order for the guard 137 to 

In some implementations , the control unit server 104 may reach a checkpoint , the guard 137 must reach the front porch 
send a response to display a message on the client device at the monitored property 102. The security system 134 may 
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generate the guard tour path 136 based on a location of the state , the one or more sensors 114 and the one or more 
one or more speakers 108 , the one or more cameras 110 , the cameras 110 may recognize the guard 137 upon his or her 
one or more lights 112 , the one or more sensors 114 , and the arrival . For example , the one or more cameras 110 may 
one or more home devices 116. The security system 134 may transmit the video feed to the control unit server 104 for 
add checkpoints to the guard tour path 136 in locations 5 performing facial recognition software to recognize the 
around the monitored property 102 that have a higher individual as the guard 137. The control unit server 104 and 
density of these monitored and unmonitored devices . In the security system 134 may determine the individual to be other implementations , the security system 134 may add the guard 137. In response , the security system 134 may checkpoints to the guard tour path 136 in locations around transmit an indication to the control unit server 104 to set the the monitored property 102 that have a low density of these 10 parameters associated with the guard tour path based on the monitored and unmonitored devices to ensure the monitored state of the alarm devices . For example , the security system property 102 is properly secured in each area . For example , 134 may transmit an indication to the control unit server 104 unmonitored devices , such as electronic devices , may 
include televisions , thermostats , garage door openers , and to set the parameters associated with the " guard tour path 
grills . To ensure the guard 137 interacts with the checkpoints 15 with house unarmed ” signature profile upon detecting the 
along the guard tour path 136 in a timely manner , the guard individual as the guard 137 and detecting the monitored 
137 must interact with one or more devices at each check- property 102 as being unarmed . Specifically , the “ guard tour 
point within a predetermined period . In response to inter path with house unarmed ” signature profile may provide a 
acting with at least one or more of the devices at each guard tour path , such as guard tour path 136 , with more 
checkpoint within a predetermined period , the at least one or 20 checkpoints to ensure more areas of the monitored property 
more of the devices transmits a notification to the control 102 are covered by the guard 137. Additionally , the security 
unit server 104. For example , then the guard 137 flicks a system 134 may provide a guard tour path 136 to the client 
light switch at the front porch from off to on with the device 131B associated with the guard 137 upon receiving 
predetermined time period , the light switch can transmit a indications of activity associated with particular areas of the 
notification to the control unit server 104. The control unit 25 monitored property 102. For example , the control unit server 
server 104 determines that the notification received from the 104 may receive indications that movement and other char 
one or more devices that the indicates the guard 137 has acteristics , such as window 118 opening and closing fre 
arrived at the checkpoint . For example , the control unit quently , were found in the second floor near the window 118 . 
server 104 may ensure that the guard 137 moves between In response , the control unit server 104 may transmit a 
each checkpoint within 10 minutes . Should the guard 137 30 notification to the security system 134 to indicate adding a 
not interact with at least one device at the checkpoint until checkpoint on the guard tour path 136 near the window 118 . 
after the predetermined period , e.g. , 10 minutes , the control The security system 134 may provide the checkpoint near 
unit server 104 can send an indication to the security system the window 118 upon detecting the guard 137 arriving at the 
134 that the guard 137 is off path . In some implementations , monitored property 102. Other signature profiles for the 
the control unit server 104 may track the client device 140 35 guard tour path may be defined based on one or more 
associated with the guard 137 using a GPS sensor included individuals in the monitored property 102 , which will be 
in the client device 140. Should the control unit server 104 further explained below . 
notice the client device 140 veering off the guard tour path In some implementations , should the control unit server 
136 , the control unit server 104 can send an indication to the 104 notice the client device 140 veering off the guard tour 
security system 134 that the guard 137 is off path . In 40 path 136 , the control unit server 104 may try to utilize one 
response to the security system 134 receiving the indication or more of the speakers 108 , the cameras 110 , the lights 112 , 
that the guard 137 is off path , the security system 134 can the sensors 114 , and the home devices 116 to keep the guard 
take action to notify various users . For example , the security 137 on the guard tour path 136. For example , after stage ( B ) , 
system 134 may transmit a notification to the client device the guard 137 makes his or her way to the front door 121 
126 associated with the property owner 131 indicating that 45 instead of moving towards the checkpoint in stage ( C ) . The 
the guard tour 131B is not following the guard tour path 136 . control unit server 104 may use the one or more sensors 114 , 
In addition , the security system 134 may transmit a notifi- such as motion sensors , to determine that the guard 137 is 
cation to the client device 140 associated with the guard 137 . moving towards the front door 121 rather than up the stairs 
For example , the notification may include a push notifica- towards the second level . In response to determining that the 
tion , a short messaging service ( SMS ) , or an instant mes- 50 guard 137 is moving off the guard tour path 136 and moving 
sage . In some implementations , the security system 134 may towards the front door 121 , the control unit server 104 may 
further transmit a notification to the supervisor of the guard transmit a notification to the front door to lock the front door 
137 to notify that the guard 137 is veering off course of the 121. In addition , the control unit server 104 may turn off 
guard tour path 136. In response , the guard 137 may receive each of the one or more lights 112 in the monitored property 
a phone call from the supervisor to find out what the status 55 102 and turn on each of the lights 112 above the staircase 
is of the guard tour . In another example , the security system leading towards the checkpoint in stage ( C ) . This may be one 
134 may transmit a request to the client device 126 request- of the control unit server 104's method of notifying the 
ing if a call to the client device 140 should be placed . Should guard 137 for the direction to take on the guard tour path 
the property manager 131 accept the request , the security 136. In another example , the control unit server 104 may 
system 134 can place a phone call from client device 126 to 60 play a song out of the speakers 108 located at the checkpoint 
client device 140 . in stage ( C ) , such as Aerosmith's “ Walk This Way ” to 

In some implementations , the property owner 131 may indicate to the guard 137 to move towards that direction up 
forget to arm the monitored property 102 upon leaving the the staircase . Other possibilities with each of the speakers 
monitored property 102. In this case , the speakers 108 , the 108 , cameras 110 , lights 112 , sensors 114 , and home devices 
cameras 110 , the lights 112 , the sensors 114 , and the home 65 116 for steering the guard 137 back to the path of guard tour 
devices 116 may be in a different state than if they were set path 136 are possible , the aforementioned examples were 
to the “ armed home ” parameters . As a result of the different provided to give examples of methods . 
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As mentioned above , the guard tour path 136 can include 104 that the one or more light switches have been pressed 
one or more checkpoints that the guard 137 interacts with to two times . The control unit server 104 cannot determine 
provide evidence that the guard completes his or her tour in from the indication that the one or more light switches 
a timely manner . For example , during stage ( A ) , the guard having been pressed two times indicates that the guard 137 
137 enters the monitored property 102 by interacting with 5 has arrived at the checkpoint . In another example , the guard 
the security panel 120. The guard 137 interacting with the 137 may move the dimmer slider between 0 and 100 percent 
security panel 120 can include entering a key pin associated four times . In response , the dimmer can send a notification 
with the guard 137 , badging the security panel 120 with a to the control unit server 104 to indicate that the dimmer 
badge associated with the guard 137 , or guard 137 interact- slider has been moved between 0 and 100 percent four times . 
ing with the security panel 120 using a biometric identifier . 10 The control unit server 104 can determine from this notifi 
In response to guard 137 interacting with the security panel cation from the dimmer that the guard 137 has arrived at the 
120 , the security panel 120 may send an indication to the checkpoint by comparing the received indication of the 
control unit server 104 to notify that guard 131131B has hit dimmer slider having moved between 0 and 100 percent four 
his first checkpoint on the guard tour path 136. The control times to set interactions with the dimmer slider stored in a 
unit server 104 can determine from the indication that the 15 signature profile . In another example , the guard 137 may 
guard 137 has hit the first checkpoint on the guard tour path hold at least one of the light switches on the light device 122 
136. Additionally , the control unit server 104 may send a down for three seconds to indicate to the control unit server 
notification to the security system 134 to indicate that the 104 that the guard 137 has arrived at the checkpoint . 
guard 137 is at the first checkpoint . In response , the security During stage ( C ) , the guard 137 leaves the basement by 
system 134 may transmit an unlock indication to the control 20 walking up the first set of stairs and walking up the second 
unit server 104 to instruct the control unit server 104 to set of stairs on the main floor to the second floor . Specifi 
unlock the front door 121 to allow the guard to enter the cally , the guard 137 walks to the second floor of the 
monitored property 102 through the front door 121. In some monitored property 102 and interacts with a particular home 
implementations , the security system 134 may further trans- connection device 124 , such as a z - wave device , within the 
mit a notification to the client device 126 associated with the 25 predetermined period . For example , the particular home 
property owner 131 to notify that the guard 137 has initiated connection device 124 , such as the z - wave device , can 
the guard tour . In other implementations , the security system include one or more buttons and one or more locks that 
134 may further transmit a notification to the client device communicate with a smart home device , such as a control 
140 associated with the guard 137 to notify the guard 137 of unit server 104. In some implementations , the guard 137 can 
the next checkpoint . In other implementations , the security 30 interact with the particular home connection device 124 by 
system 134 may transmit each of the checkpoints to the pressing the one of the one or more buttons for a predeter 
client device 140 after prompting the guard 137 to start the mined amount of time or pressing the one or more buttons 
guard tour . in a sequential order to send a notification to the control unit 

During stage ( B ) , the guard 137 enters the basement of the server 104 and the control unit server 104 can determine 
monitored property 102. In the basement of the monitored 35 from the notification that the guard 137 has arrived at the 
property 102 , the guard 137 interacts with a light device 122 . checkpoint . In another implementation , the particular home 
Should the control unit server 104 receive this notification connection device 124 may include a thermostat that the 
before the predetermined period finishes and determine that guard 137 may interact with to send a notification to the 
the notification indicates the guard 137 reached the light control unit server 104 and the control unit server 104 can 
device 122 , the control unit server 104 restarts the prede- 40 determine from the notification that the guard 137 has 
termined period and waits for an indication from a device arrived at the third checkpoint . 
that does not identify the guard 137. Alternatively , the In some implementations , the control unit server 104 may 
control unit server 104 restarts the predetermined period and require the guard 137 to interact with the one or more 
waits for an indication from a device that indicates that the devices at each of the checkpoints because an intruder may 
guard 137 has hit the next checkpoint . In some implemen- 45 not interact with that particular device in the same way . 
tations , the method in which the guard 137 interacts with the Specifically , an intruder may break into a monitored prop 
light device 122 may trigger a notification to be sent to the erty 102 and may not interact with one or more switches on 
control unit server 104. The control unit server 104 may the light device 122 in the same way the guard 137 may be 
determine from this notification that the guard 137 has required . For example , the guard 137 may be required to 
arrived at the next checkpoint . For example , the light device 50 press at least one of the one or more switches on the light 
122 can include one or more light switches and a dimmer . device 122 for longer than three seconds , whereas , the 
The guard 137 may press the one or more light switches in intruder will sneak past the light device 122 in order to avoid 
a particular pattern , such as three times . The one or more turning on the lights and being noticed . 
light switches may send an indication to the control unit In some implementations , the control unit server 104 may 
server 104 that the one or more light switches have been 55 receive data from a motion sensor indicating movement 
pressed three times . The control unit server 104 can deter- outside of the monitored property 102 that triggers an alarm . 
mine from the notification that the one or more light However , as the movement may come from a guard 137 , the 
switches having been pressed three times indicates the guard guard 137 may interact with the security panel 120 outside 
137 has arrived at the checkpoint . In order for the control of the monitored property 102 to perform a set of interac 
unit server 104 to make this determination , the control unit 60 tions that clearly indicates to the control unit server 104 the 
server 104 compares the received indication with the light guard 137 arrived at the monitored property 102. For 
switch to set interactions with the light device stored in a example , the guard 137 may press a light switch in the 
signature profile . Additionally , set interactions exist for each security panel 120 three times . The light switch in the 
of the devices and are stored in memory the control unit security panel 120 may send an indication to the control unit 
server 104. Alternatively , if the guard 137 presses the one or 65 server 104. The control unit server 104 may determine from 
more light switches two times , the one or more light the indication that the guard 137 interacted with the light 
switches may send an indication to the control unit server switch in the security panel 120 by comparing the data in the 
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received indication , that the light switch was pressed three outhouse 130 should be idle . Therefore , the control unit 
times , to a set of interactions associated with the light switch server 104 transmits a notification to the client device 140 
in a signature profile . Should the comparison match , the associated with the guard 137 that indicates to the guard 137 
control unit server 104 determines the guard 137 interacted a new checkpoint added to the guard tour path 136. In 
with the light switch and disables the alarm . Alternatively , 5 response to receiving the new path added to the guard tour 
should the comparison not match , the control unit server 104 path 136 at the client device 140 , the guard 137 may interact 
can send an indication to the security system 134 over the with the client device 140 to indicate to the control unit 
network 132 to notify the property owner 131 and the local server 104 an acceptance of adding the new checkpoint to 
police of a potential intruder at the monitored property 102 . the guard tour path 136. Additionally , the control unit server 

In some implementations , the guard 137 may not need to 10 104 transmits the notification to the security system 134 to 
interact with one or more devices using his or her hands at indicate an update to the checkpoints on the guard tour path 
a checkpoint along the guard tour path 136 in order to 136. In response , the security system 134 may transmit a 
determine that the guard 137 has indeed arrived at the notification to the client device 126 associated with the 
checkpoint . Alternatively , the integrated system environ- property owner 131 to indicate that a new checkpoint has 
ment 100 may use other methods to determine that the guard 15 been added to the guard tour path 136 . 
137 has indeed arrived at the checkpoint . For example , upon During stage ( E ) , the guard tour path 136 now includes a 
arriving at the checkpoint in stage ( C ) , the guard 137 may be new checkpoint at the outhouse 130. The guard 137 makes 
instructed by the application on the client device 140 to look his or her way from the front door 121 to the outhouse 130 
into one of the cameras 110 located at the checkpoint . The to check for unusual activity . In some implementations , the 
cameras 110 may record a snapshot or video clip of a face 20 guard 137 may provide an indication to the control unit 
of the guard 137. In response , the cameras 110 may transmit server 104 regarding the unusual activity at the outhouse 
the snapshot or the video clip to the control unit server 104 , 130. For example , should the guard 137 notice any unusual 
which can transmit the snapshot or the video clip to the activity at the outhouse 130 , the guard 137 may provide a 
security system 134 for facial recognition processing . The response to the application on the client device 140 indicat 
security system 134 can use facial recognition processing to 25 ing that unusual activity did occur at the outhouse . The 
recognize the guard 137 at the third checkpoint and compare unusual activity may include an intruder breaking into the 
results of the facial recognition processing to stored facial outhouse 130 , an individual or animal moving past the 
data . Should the security system 134 determine that the outhouse 130 triggering a motion sensor of the sensors 114 , 
facial recognition results match stored facial data of a guard or the cameras 110 located on the outhouse 130 being 
137 , the security system 134 may transmit an indication to 30 destroyed or recognizing a face near the outhouse 130. If the 
the control unit server 104 indicating that the guard 137 has guard 137 determines unusual activity did occur at the 
indeed arrived at the third checkpoint . In response to receiv- outhouse 130 and the response was sent to the control unit 
ing the indication from the security system 134 , the control server 104 , the control unit server 104 may send an indica 
unit server 104 may restart the predetermined period and tion to the security system 134 notifying of a break in by an 
waits for the guard 137 to hit the next checkpoint . 35 intruder at the monitored property 102 , and specifically , at 

During stage ( D ) , the guard tour path 136 may indicate to the outhouse 130 of the monitored property 102. The secu 
the guard 137 that the last checkpoint was reached . In rity system 134 may transmit a notification to the client 
response , the control unit server 104 may instruct the guard device 126 associated with the property owner 131 that an 
137 to restart the guard tour on the guard tour path 136. In intrusion has occurred at the outhouse 130 of the monitored 
other implementations , the control unit server 104 may 40 property 102 . 
notice one or more unusual activities occurring at the In some implementations , the security system 134 may 
outhouse 130. For example , the control unit server 104 may notify the guard 137 on the associated client device 140 of 
receive an indication that one or more sensors 114 located at a failed access event . For example , if an individual , such as 
the outhouse 130 may be triggered , such as a lock sensor , a a random individual , tries to badge into the security panel 
pressure sensor , or a movement sensor . The control unit 45 120 , the security panel 120 sends an indication to the control 
server 104 may receive an indication from the one or more unit server 104 , and the control unit server 104 determines 
sensors 114 located at the outhouse 130 and determine that from the indication that the badge does not meet any badges 
unusual activities may be occurring . The control unit server associated with signature profiles , then the control unit 
104 can determine this is unusual activity because the server 104 determines a failed badge entry . In response to 
indication received from the sensor allows the control unit 50 determining a failed badge entry at the security panel 120 by 
server 104 to determine that a location where the received the control unit server 104 , the control unit server 104 may 
data came from does not match any location found on the transmit a notification to the security system 134 to notify of 
guard tour path 136. Additionally , those one or more sensors the failed event at the security panel 120. In response , the 
114 that monitor an area not near a guard tour path 136 security system 134 may transmit a notification to the client 
should not be providing unusual data to the control unit 55 device 126 associated with the property owner 131 to 
server 104. The control unit server 104 may compare the indicate that a failed event has occurred at the security panel 
received indication from the one or more sensors 114 to 120. In addition , the security system 134 may transmit the 
predetermined values for the one or more sensors 114 during notification to the client device 140 associated with the 
the specific guard tour path 136. The predetermined values guard 137 to indicate that the failed event has occurred at the 
may indicate to the control unit server 104 values that the 60 security panel 120 and to check out the security panel 120 . 
one or more sensors 114 should provide while the guard 137 In response , the guard 137 may accept the notification and 
is on the guard tour path 136. Specifically , the predetermined provide a notification back to the security system 134 to 
values may dynamically change based on a location of the verify a receipt of the notification . In other implementations , 
guard 137 on the guard tour path 136. For example , the one the failed access event may include an inactive card badged 
or more sensors 114 located in the basement during stage ( B ) 65 at the outhouse 130 , a failed security panel 120 , a failed light 
may be more active when the guard 137 is located in the device 122 , and a failed particular home connection device 
basement while the one or more sensors 114 located near the 124 . 
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In some implementations , the guard tour path 136 may be security system 134 to remove the basement in stage ( B ) 
adjusted by the control unit server 104 and / or the security from the guard tour path 136. The security system 134 may 
system 134 based upon a determination that one or more transmit a notification to the client device 126 to indicate 
individuals may have visited a particular area along the that stage ( B ) will be removed from the guard tour path 136 
guard tour path 136. For example , the control unit server 104 5 due to received instructions . In addition , the security system 
may determine that the property owner 131 had recently 134 may transmit the notification to the client device 140 to 
visited the basement near the light device 122 while the indicate that stage ( B ) will be removed from the guard tour guard 137 is preparing to visit stage ( B ) in the basement . path 136 due to received instructions . In response , the guard Specifically , the control unit server 104 may determine that 137 may accept the notification , provide a notification back the property owner 131 may be recognized by cameras 110 10 to the security system 134 to verify a receipt of the notifi using facial recognition software at the security system 134 
and the property owner 131 interacted with the one or more cation , and not walk to stage ( B ) along the guard tour path 

136 . light switches on the light device 122. As a result of the 
facial recognition software at the security system 134 and a In some implementations , the guard tour path 136 may be 
determination that the result of the facial recognition soft- 15 adjusted by the control unit server 104 and / or the security 
ware includes an identification of the property owner 131 , system 134 based on a number of individuals in the moni 
the security system 134 may provide an updated guard tour tored property 102. For example , the control unit server 104 
path 136 to the client device 140 , removing the path to stage may determine that one or more individuals , such as family 
( B ) . The path to stage ( B ) is removed because the security members of the property owner 131 , may be located near the 
system 134 determined that the property owner 131 was 20 outhouse 130. Specifically , the control unit server 104 may 
found at the location of stage ( B ) , and that checkpoint does receive indications from a motion sensor in the sensors 114 
not need to be checked until a predetermined amount of time and a video camera 128 using facial recognition to recognize 
has elapsed . For example , this predetermined amount of the one or more individuals located outside the monitored 
time may be 30 minutes or 1 hour . property 102 near the outhouse 130. In response to receiving 

In some implementations , the guard tour path 136 may be 25 the indications , the control unit server 104 may provide an 
adjusted by the control unit server 104 and / or the security indication to the security system 134 to determine if the 
system 134 based on a determination of a state of the sensors location associated with the received indications from the 
114 and the cameras 110. For example , the control unit sensors 114 and the video camera 128 matches a location 
server 104 may determine that severe weather may be found on the guard tour path 136. Should the security system 
impending around the monitored property 102. Specifically , 30 134 determine that the location associated with the received 
the thermostat included in the sensors 114 and the outdoor indications match a location found on the guard tour path 
pressure sensors provided outside the monitored property 136 , the security system 134 may remove that location , e.g. 
102 may determine that the weather outside is severe enough stage ( E ) near the outhouse 130 , from the guard tour path 
to warrant removing stage ( E ) from the guard tour path 136 . 136. The security system 134 may transmit a notification to 
For example , the control unit server 104 may compare the 35 the client device 126 to indicate that stage ( E ) will be 
values of the thermostat and the outdoor pressure sensors to removed from the guard tour path 136 due to known 
predetermined severe weather values . If the values of the individuals already found outside the outhouse 130. In 
thermostat and the outdoor pressure sensors exceed the addition , the security system 134 may transmit the notifi 
predetermined severe weather values , such as the tempera- cation to the client device 140 to indicate that stage ( E ) will 
ture outside being below 32 degrees Fahrenheit or the 40 be removed from the guard tour path 136 due to known 
outdoor pressure sensor values measuring the wind speed individuals already found outside the outhouse 130. In 
over 60 miles per hour , the control unit server 104 may response , the guard 137 may accept the notification , provide 
transmit a notification to the security system 134 indicating a notification back to the security system 134 to verify a 
that each of the outdoor paths included in the guard tour path receipt of the notification , and not walk to stage ( E ) along the 
136 be removed . In response , the security system 134 may 45 guard tour path 136. In other implementations , should the 
transmit a notification to the client device 126 associated security system 134 determine that the location associated 
with the property owner 131 to indicate that stage ( E ) will with the received indications does not match a location 
be removed from the guard tour path 136 due to dangerous found on the guard tour path 136 , the control unit server 104 
weather conditions . In addition , the security system 134 may and the security system 134 may allow the guard to visit that 
transmit the notification to the client device 140 associated 50 location associated with the received indications without 
with the guard 137 to indicate that stage ( E ) will be removed sending a warning to the guard 137 and the property owner 
from the guard tour path 136 due to dangerous weather 131. The individuals found in the location associated with 
conditions . In response , the guard 137 may accept the the received indications may not pose a security threat to the 
notification , provide a notification back to the security monitored property 102 , and therefore , does not need to be 
system 134 to verify a receipt of the notification , and not 55 checked by the guard 137 . 
walk to stage ( E ) along the guard tour path 136 . FIG . 2 is a flowchart of an example process 200 for 

In some implementations , the guard tour path 136 may be providing a dynamically generated guard tour to the user for 
adjusted by the control unit server 104 and / or the security initiating guard tour . Generally , the process 200 includes 
system 134 based on a current time of day . For example , the receiving data indicating a presence of a user at a property 
control unit server 104 may determine that from 8:00 AM to 60 monitored by the monitoring system ; in response to the data 
12:00 PM , the basement in stage ( B ) does not need to be indicating the presence of the user , determining that a time 
guarded . Alternatively , the property owner 131 may instruct during which the user is present at the property is within a 
the smart home application on client device 126 by provid- particular time period during which a guard tour should be 
ing a command saying , “ Smart Home , Remove Basement conducted at the property ; determining a dynamically gen 
from Guard Tour . ” In response to receiving the command , 65 erated guard tour for the user to follow based on obtaining 
the client device 126 may provide the command to the and analyzing sensor data from the monitoring system ; 
control unit server 104 , which provides an indication to the providing an indication to the user to start the guard tour ; 
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and , providing the dynamically generated guard tour to the stating “ Start guard tour . ” In other implementations , a guard 
user for initiating the guard tour . tour time may not be required by the " guard tour path ” 

During 202 , the control unit server 104 receives data signature profile and the guard 137 may tour the monitored 
indicating a presence of a user , such as a guard at 131B , at property 102 each time he or she arrives at the monitored 
a monitored property 102. Specifically , the one or more 5 property 102 . 
sensors 114 and the one or more cameras 110 may recognize During 210 , the security system 134 may provide a guard 
the guard 137 upon his or her arrival . For example , the one tour path 136 associated with the “ guard tour path ” signature 
or more cameras 110 may transmit the video feed to the profile to the guard 137. Specifically , the security system 
control unit server 104 for performing facial recognition 134 may transmit the dynamically generated guard tour path 
software to recognize the individual as the guard 137. 10 136 to the client device 140 associated with the guard 137 . 
Additionally , the guard 137 may interact with a security FIG . 3 is a flowchart of an example process 300 for 
panel 120 to identify himself or herself to the monitored providing an indication to a property owner of the property 
property 102. The control unit server 104 may receive the that user is not following the guard tour path . Generally , the 
information regarding the facial recognition and / or the infor- process 300 includes receiving an indication from a user 
mation from the security panel 120 and transfer the infor- 15 indicating an initiation of a guard tour path at a property ; 
mation to the security system 134. The security system 134 obtaining data indicating a presence of the user at check 
may perform facial recognition on the received feed to points along the guard tour path on the property monitored 
recognize the individual by comparing the image data to by a monitoring system ; in response to obtaining data 
stored facial data . Additionally , the security system 134 may indicating the presence of the user at each of the checkpoints 
compare the results of the information from the security 20 on the property , determining whether the user is following 
panel 120 , such as a keyed pin , to stored information for a the guard tour path ; in response to determining that the user 
particular user . Should the security system 134 determine is not following the guard tour path , providing an indication 
that the image data matches stored facial data of a guard 137 , to the user to return to the guard tour path ; and , providing an 
the security system 134 may transmit an unlock to the front indication to a property owner of the property that the user 
door 121 . 25 is not following the guard tour path . 

During 204 , in response to the data indicating the pres- During 302 , the control unit server 104 receives data 
ence of the guard 137 , the security system 134 may deter- indicating a presence of a user , such as a guard at 131B , at 
mine that a time during which the user is present at the a monitored property 102. 302 may be similar to 202 . 
monitored property 102 is within a particular time period During 304 , the control unit server 104 obtains data 
during which a guard tour should be conducted at the 30 indicating a presence of the guard 137 at checkpoints along 
monitored property 102. Specifically , the security system the guard tour path 136 on the monitored property 102 . 
134 may compare a current time with a time to start a guard Specifically , the guard tour path 136 may include one or 
tour in the “ guard tour path ” signature profile in response more checkpoints for the guard 137 to interact with in the 
determining the results of the facial recognition is found to integrated security environment 100. To ensure the guard 
be the guard 137. If the current time falls within the time to 35 137 interacts with the checkpoints along the guard tour path 
start the guard tour , the security system 134 transmits an 136 in a timely manner , the guard 137 must interact with one 
indication to the control unit server 104 to set the parameters or more devices at each checkpoint within a predetermined 
associated with the " guard tour path ” signature profile . In period and the guard 137 must interact with the one or more 
response to setting the parameters associated with the “ guard devices in a particular manner , such as pressing a light 
tour path ” signature profile , the control unit server 104 40 switch three times . In response to interacting with at least 
transmits an indication back to the security system 134 one or more of the devices at each checkpoint within a 
indicating completion of setting the " guard tour path ” sig- predetermined period , the at least one or more of the devices 
nature profile . transmits a notification to the control unit server 104 indi 

During 206 , the security system 134 may determine a cating the guard 137 has arrived at the checkpoint . For 
dynamically generated guard tour path 136 for the guard 137 45 example , the guard 137 may interact with the light device 
based on obtaining sensor data from the monitoring system . 122 to trigger a notification to be sent to the control unit 
Specifically , the security system 134 may generate the guard server 104. The control unit server 104 can determine from 
tour path 136 based on a location of the one or more speakers the notification that the guard 137 has arrived at the next 
108 , the one or more cameras 110 , the one or more lights checkpoint by comparing data in the notification to a set of 
112 , the one or more sensors 114 , and the one or more home 50 predefined interactions stored in a signature profile . The 
devices 116. In addition , the security system 134 may add light device 122 can include one or more light switches and 
checkpoints to the guard tour path 136 in locations around a dimmer . The guard 137 may press the one or more light 
the monitored property 102 that have a higher density of switches three times to indicate to the control unit server 104 
these devices . In other implementations , the security system that the guard 137 has arrived at the checkpoint . Alterna 
134 may add checkpoints to the guard tour path 136 in 55 tively , if the guard 137 presses the one or more light switches 
locations around the monitored property 102 that have a low two times , the control unit server 104 may not receive the 
density of these devices to ensure the monitored property indication that the guard 137 has arrived at the checkpoint . 
102 is properly secured in each area . In other implementa- In another example , the guard 137 may move the dimmer 
tions , the signature profile for monitoring the guard around between 0 and 100 percent four times to indicate to the 
the monitored property 102 may include a guard tour path 60 control unit server 104 that the guard 137 has arrived at the 
136 that is dynamically generated . Therefore , the security checkpoint . In another example , the guard 137 may hold at 
system 134 can obtain the dynamically generated guard tour least one of the light switches on the light device 122 down 
path from the signature profile . for three seconds to indicate to the control unit server 104 

During 208 , the security system 134 transmits a notifica- that the guard 137 has arrived at the checkpoint . 
tion to the client device 140 associated with the guard 137 65 During 306 , in response to obtaining data indicating the 
to alert the guard 137 to start the guard tour . Specifically , the presence of the guard 137 at each of the checkpoints on the 
client device 140 may display a message to the guard 137 monitored property 102 , the control unit server 104 deter 
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mines whether the guard 137 is following the guard tour path or more sensors 114 during the specific guard tour path 136 . 
136. Specifically , the control unit server 104 may track the The predetermined values may indicate to the control unit 
client device 140 associated with the guard 137 using a GPS server 104 values that the one or more sensors 114 should 
sensor included in the client device 140. Should the control provide while the guard 137 is on the guard tour path 136 . 
unit server 104 notice the client device 140 veering off the 5 Specifically , the predetermined values may dynamically 
guard tour path 136 , the control unit server 104 can send an change based on a location of the guard 137 on the guard 
indication to the security system 134 that the guard 137 is off tour path 136. For example , the one or more sensors 114 
path . located in the basement during stage ( B ) may be more active 

During 308 , in response to determining that the user is not when the guard 137 is located in the basement while the one 
following the guard tour path 136 , the security system 134 10 or more sensors 114 located near the outhouse 130 should be 
may provide an indication to the guard 137 to return to the idle . Additionally , the one or more sensors 114 located on the 
guard tour path 136. Specifically , the security system 134 second floor during stage ( C ) may be more active when the 
may transmit a notification to the client device 140 associ- guard 137 is located on the second floor while the one or 
ated with the guard 137 to return to the guard tour path 136 . more sensors 114 located near the basement which were 
For example , the notification may include a push notifica- 15 recently active , are now idle . 
tion , a short messaging service ( SMS ) , or an instant mes- During 408 , the control unit server 104 determines a 
sage . location on the monitored property 102 associated with the 

During 310 , the security system 134 may provide an unusual activity . Specifically , the control unit server 104 
indication to the property owner 134 of the monitored determines the location on the monitored property 102 
property that the guard 137 is not following the guard tour 20 associated with the unusual activity by comparing locations 
path 136. Specifically , the security system 134 may transmit associated with one or more sensors 114 that may be 
a notification to the client device 126 associated with the required to be idle during the guard tour path 136 with 
property owner 131 indicating that the guard tour 131B is locations associated with one or more sensors 114 that may 
not following the guard tour path 136. In another example , not be idle and provide sensor data . For example , some 
the security system 134 may transmit a request to the client 25 doors , such as front door 121 , may require users to badge out 
device 126 requesting if a call to the client device 140 should to exit . If the front door 121 opens without properly badging , 
be placed . Should the property manager 131 accept the the control unit server 104 may determine unusual activity 
request , the security system 134 can place a phone call from at the front door 121. Additionally , the control unit server 
client device 126 to client device 140 . 104 may track of a number of users that badge in to the front 
FIG . 4 is a flowchart of an example process 400 for 30 door 121 and subsequently , track the number of users that 

providing a location as a checkpoint on the guard tour path exit the front door 121 by badging out or interacting with an 
to the user . Generally , the process 400 includes receiving an indoor panel , such as a “ request - to - exit ” buttons . Should the 
indication from a user indicating an initiation of a guard tour control unit server 104 determine that the number of users 
path at a property ; receiving data from devices included in who badged in to the front door 121 does not match the 
the monitoring system monitoring the property ; determining 35 number of users who badged out of the front door 121 after 
the data includes unusual activity by comparing the data to a particular event , such as arming the home , the control unit 
various data values and determining the data exceeds the server 104 may determine an occurrence of unusual activity 
various data values ; determining a location on the property at the front door 121 . 
associated with unusual activity ; and , in response to deter- During 410 , in response to determining the location on the 
mining the location on the property associated with the 40 monitored property associated with the unusual activity , the 
unusual activity , providing the location as a checkpoint on security system 134 may provide the location as a check 
the guard tour path to the user . point on the guard tour path 136 to the guard 137. Specifi 

During 402 , the control unit server 104 receives data cally , the control unit server 104 transmits a notification to 
indicating a presence of a user , such as a guard at 131B , at the client device 140 associated with the guard 137 that 
a monitored property 102. 402 may be similar to 302 and 45 indicates to the guard 137 a new checkpoint added to the 
202 . guard tour path 136. In response to receiving the new path 

During 404 , the control unit server 104 receives data from added to the guard tour path 136 at the client device 140 , the 
one or more devices included in the monitored property 102 . guard 137 may interact with the client device 140 to indicate 
Specifically , the control unit server 104 may receive data to the control unit server 104 an acceptance of adding the 
from the one or more speakers 108 , the one or more cameras 50 new checkpoint to the guard tour path 136. Additionally , the 
110 , the one or more lights 112 , the one or more sensors 114 , control unit server 104 transmits the notification to the 
and the one or more home devices 114 . security system 134 to indicate an update to the checkpoints 

During 406 , the control unit server 104 determines that on the guard tour path 136. In response , the security system 
the received data includes unusual activity by comparing the 134 may transmit a notification to the client device 126 
received data to determined data values and determining that 55 associated with the property owner 131 to indicate that a 
the received data exceeds the predetermined data values . new checkpoint has been added to the guard tour path 136 . 
Specifically , the control unit server 104 may receive an FIG . 5 is a block diagram of an example of a guard tour 
indication from the one or more sensors 114 locates at the tracking system 500 for monitoring a guard tour at a 
outhouse 130 and determine that unusual activities may be particular facility , such as monitored facility 102 , that may 
occurring because the control unit server 104 determines 60 utilize various security components . The electronic system 
that a location where the received data came from does not 500 includes a network 505 , a control unit 510 , one or more 
match any location found on the guard tour path 136 or the user devices 540 and 550 , a monitoring application server 
time of the unusual activity . Additionally , the one or more 560 , and a central alarm station server 570. In some 
sensors 114 that provided the received data to the control examples , the network 505 facilitates communications 
unit server 104 are required to be idle . The control unit 65 between the control unit 510 , the one or more user devices 
server 104 may compare the received indication from the 540 and 550 , the monitoring application server 560 , and the 
one or more sensors 114 to predetermined values for the one central alarm station server 570 . 
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The network 505 is configured to enable exchange of device . The network module 514 may be an Ethernet net 
electronic communications between devices connected to work card configured to enable the connected valve unit 510 
the network 505. For example , the network 505 may be to communicate over a local area network and / or the Inter 
configured to enable exchange of electronic communica- net . The network module 514 also may be a voiceband 
tions between the control unit 510 , the one or more user 5 modem configured to enable the alarm panel to communi 
devices 540 and 550 , the monitoring application server 560 , cate over the telephone lines of Plain Old Telephone Sys 
and the central alarm station server 570. The network 505 tems ( POTS ) . 
may include , for example , one or more of the Internet , Wide The control unit system that includes the control unit 510 
Area Networks ( WANs ) , Local Area Networks ( LANs ) , includes one or more sensors . For example , the monitoring 
analog or digital wired and wireless telephone networks 10 system may include multiple sensors 520. The sensors 520 
( e.g. , a public switched telephone network ( PSTN ) , Inte- may include a lock sensor , a contact sensor , a motion sensor , 
grated Services Digital Network ( ISDN ) , a cellular network , any of sensor included in a control unit system . 
and Digital Subscriber Line ( DSL ) ) , radio , television , cable , The sensors 520 also may include an environmental sensor , 
satellite , or any other delivery or tunneling mechanism for such as a temperature sensor , a water sensor , a rain sensor , 
carrying data . Network 505 may include multiple networks 15 a wind sensor , a light sensor , a smoke detector , a carbon 
or subnetworks , each of which may include , for example , a monoxide detector , an air quality sensor , etc. The sensors 
wired or wireless data pathway . The network 505 may 520 further may include a health monitoring sensor , such as 
include a circuit - switched network , a packet - switched data a prescription bottle sensor that monitors taking of prescrip 
network , or any other network able to carry electronic tions , a blood pressure sensor , a blood sugar sensor , a bed 
communications ( e.g. , data or voice communications ) . For 20 mat configured to sense presence of liquid ( e.g. , bodily 
example , the network 505 may include networks based on fluids ) on the bed mat , etc. In some examples , the sensors 
the Internet protocol ( IP ) , asynchronous transfer mode 520 may include a radio - frequency identification ( RFID ) 
( ATM ) , the PSTN , packet - switched networks based on IP , sensor that identifies a particular article that includes a 
X.25 , or Frame Relay , or other comparable technologies and pre - assigned RFID tag . 
may support voice using , for example , VoIP , or other com- 25 The control unit 510 communicates with the automation 
parable protocols used for voice communications . The net- module 522 and the camera 530 to perform monitoring . The 
work 505 may include one or more networks that include automation module 522 is connected to one or more devices 
wireless data channels and wireless voice channels . The that enable home automation control . For instance , the 
network 505 may be a wireless network , a broadband automation module 522 may be connected to one or more 
network , or a combination of networks including a wireless 30 lighting systems and may be configured to control operation 
network and a broadband network . of the one or more lighting systems . Also , the automation 

The control unit 510 includes a controller 512 and a module 522 may be connected to one or more electronic 
network module 514. The controller 512 is configured to locks at the property and may be configured control 
control a control unit monitoring system ( e.g. , a control unit operation of the one or more electronic locks ( e.g. , control 
system ) that includes the control unit 510. In some 35 Z - Wave locks using wireless communications in the Z - Wave 
examples , the controller 512 may include a processor or protocol . Further , the automation module 522 may be con 
other control circuitry configured to execute instructions of nected to one or more appliances at the property and may be 
a program that controls operation of a guard tracking control configured to control operation of the one or more appli 
system . In these examples , the controller 512 may be ances . The automation module 522 may include multiple 
configured to receive input from sensors , cameras , or other 40 modules that are each specific to the type of device being 
devices included in the control unit system and control controlled in an automated manner . The automation module 
operations of devices included in the household ( e.g. , speak- 522 may control the one or more devices based on com 
ers , lights , doors , etc. ) . For example , the controller 512 may mands received from the connected valve unit 510. For 
be configured to control operation of the network module instance , the automation module 522 may cause a lighting 
514 included in the connected valve unit 510 . 45 system to illuminate an area to provide a better image of the 

The network module 514 is a communication device area when captured by a camera 530 . 
configured to exchange communications over the network The camera 530 may be a video / photographic camera or 
505. The network module 514 may be a wireless commu- other type of optical sensing device configured to capture 
nication module configured to exchange wireless commu- images . For instance , the camera 530 may be configured to 
nications over the network 505. For example , the network 50 capture images of an area within a building or within a 
module 514 may be a wireless communication device con- monitored property 102 monitored by the control unit 510 . 
figured to exchange communications over a wireless data The camera 530 may be configured to capture single , static 
channel and a wireless voice channel . In this example , the images of the area and also video images of the area in which 
network module 514 may transmit alarm data over a wire- multiple images of the area are captured at a relatively high 
less data channel and establish a two - way voice communi- 55 frequency ( e.g. , thirty images per second ) . The camera 530 
cation session over a wireless voice channel . The wireless may be controlled based on commands received from the 
communication device may include one or more of a LTE control unit 510 . 
module , a GSM module , a radio modem , cellular transmis- The camera 530 may be triggered by several different 
sion module , or any type of module configured to exchange types of techniques . For instance , a Passive Infra - Red ( PIR ) 
communications in one of the following formats : LTE , GSM 60 motion sensor may be built into the camera 530 and used to 
or GPRS , CDMA , EDGE or EGPRS , EV - DO or EVDO , trigger the camera 530 to capture one or more images when 
UMTS , or IP . motion is detected . The camera 530 also may include a 

The network module 514 also may be a wired commu- microwave motion sensor built into the camera and used to 
nication module configured to exchange communications trigger the camera 530 to capture one or more images when 
over the network 505 using a wired connection . For 65 motion is detected . The camera 530 may have a " normally 
instance , the network module 514 may be a modem , a open ” or “ normally closed ” digital input that can trigger 
network interface card , or another type of network interface capture of one or more images when external sensors ( e.g. , 
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the sensors 520 , PIR , door / window , etc. ) detect motion or HVAC system components based on detecting usage of 
other events . In some implementations , the camera 530 components of the HVAC system . The module 537 can 
receives a command to capture an image when external communicate energy monitoring information and the state of 
devices detect motion or another potential alarm event . The the HVAC system components to the thermostat 534 and can 
camera 530 may receive the command from the controller 5 control the one or more components of the HVAC system 
512 or directly from one of the sensors 520 . based on commands received from the thermostat 534 . 

In some examples , the camera 530 triggers integrated or In some examples , the system 500 further includes one or 
external illuminators ( e.g. , Infra - Red , Z - wave controlled more robotic devices . The robotic devices may be any type 
" white ” lights , lights controlled by the module 522 , etc. ) to of robots that are capable of moving and taking actions that 
improve image quality when the scene is dark . An integrated 10 assist in security monitoring . For example , the robotic 
or separate light sensor may be used to determine if illumi- devices may include drones that are capable of moving 
nation is desired and may result in increased image quality . throughout a property based on automated control technol 

The camera 530 may be programmed with any combina- ogy and / or user input control provided by a user . In this 
tion of time / day schedules , system “ arming state ” , or other example , the drones may be able to fly , roll , walk , or 
variables to determine whether images should be captured or 15 otherwise move about the property . The drones may include 
not when triggers occur . The camera 530 may enter a helicopter type devices ( e.g. , quad copters ) , rolling helicop 
low - power mode when not capturing images . In this case , ter type devices ( e.g. , roller copter devices that can fly and 
the camera 530 may wake periodically to check for inbound also roll along the ground , walls , or ceiling ) and land vehicle 
messages from the controller 512. The camera 530 may be type devices ( e.g. , automated cars that drive around a 
powered by internal , replaceable batteries if located 20 property ) . In some cases , the robotic devices may be robotic 
remotely from the connected valve unit 510. The camera 530 devices that are intended for other purposes and merely 
may employ a small solar cell to recharge the battery when associated with the monitoring system 500 for use in appro 
light is available . Alternatively , the camera 530 may be priate circumstances . For instance , a robotic vacuum cleaner 
powered by the controller's 512 power supply if the camera device may be associated with the monitoring system 500 as 
530 is co - located with the controller 512 . 25 one of the robotic devices and may be controlled to take 

In some implementations , the camera 530 communicates action responsive to monitoring system events . 
directly with the monitoring application server 560 over the In some examples , the robotic devices automatically 
Internet . In these implementations , image data captured by navigate within a property . In these examples , the robotic 
the camera 530 does not pass through the control unit 510 devices include sensors and control processors that guide 
and the camera 530 receives commands related to operation 30 movement of the robotic devices within the property . For 
from the monitoring application server 560 . instance , the robotic devices may navigate within the prop 
The system 500 also includes thermostat 534 to perform erty using one or more cameras , one or more proximity 

dynamic environmental control at the property . The thermo- sensors , one or more gyroscopes , one or more accelerom 
stat 534 is configured to monitor temperature and / or energy eters , one or more magnetometers , a global positioning 
consumption of an HVAC system associated with the ther- 35 system ( GPS ) unit , an altimeter , one or more sonar or laser 
mostat 534 , and is further configured to provide control of sensors , and / or any other types of sensors that aid in 
environmental ( e.g. , temperature ) settings . In some imple- navigation about a space . The robotic devices may include 
mentations , the thermostat 534 can additionally or alterna- control processors that process output from the various 
tively receive data relating to activity at a property and / or sensors and control the robotic devices to move along a path 
environmental data at a property , e.g. , at various locations 40 that reaches the desired destination and avoids obstacles . In 
indoors and outdoors at the property . The thermostat 534 can this regard , the control processors detect walls or other 
directly measure energy consumption of the HVAC system obstacles in the property and guide movement of the robotic 
associated with the thermostat , or can estimate energy devices in a manner that avoids the walls and other 
consumption of the HVAC system associated with the obstacles . 
thermostat 534 , for example , based on detected usage of one 45 In addition , the robotic devices may store data that 
or more components of the HVAC system associated with describes attributes of the property . For instance , the robotic 
the thermostat 534. The thermostat 534 can communicate devices may store a floorplan and / or a three - dimensional 
temperature and / or energy monitoring information to or model of the property that enables the robotic devices to 
from the control unit 510 and can control the environmental navigate the property . During initial configuration , the 
( e.g. , temperature ) settings based on commands received 50 robotic devices may receive the data describing attributes of 
from the control unit 510 . the property , determine a frame of reference to the data ( e.g. , 

In some implementations , the thermostat 534 is a dynami- a home or reference location in the property ) , and navigate 
cally programmable thermostat and can be integrated with the property based on the frame of reference and the data 
the control unit 510. For example , the dynamically program- describing attributes of the property . Further , initial configu 
mable thermostat 534 can include the control unit 510 , e.g. , 55 ration of the robotic devices also may include learning of 
as an internal component to the dynamically programmable one or more navigation patterns in which a user provides 
thermostat 534. In addition , the control unit 510 can be a input to control the robotic devices to perform a specific 
gateway device that communicates with the dynamically navigation action ( e.g. , fly to an upstairs bedroom and spin 
programmable thermostat 534 . around while capturing video and then return to a home 
A module 537 is connected to one or more components of 60 charging base ) . In this regard , the robotic devices may learn 

an HVAC system associated with a property , and is config- and store the navigation patterns such that the robotic 
ured to control operation of the one or more components of devices may automatically repeat the specific navigation 
the HVAC system . In some implementations , the module actions upon a later request . 
537 is also configured to monitor energy consumption of the In some examples , the robotic devices may include data 
HVAC system components , for example , by directly mea- 65 capture and recording devices . In these examples , the 
suring the energy consumption of the HVAC system com- robotic devices may include one or more cameras , one or 
ponents or by estimating the energy usage of the one or more more motion sensors , one or more microphones , one or more 
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biometric data collection tools , one or more temperature contact on the robotic device may include a cover that opens 
sensors , one or more humidity sensors , one or more air flow to expose the electronic contact when the robotic device is 
sensors , and / or any other types of sensors that may be useful charging and closes to cover and insulate the electronic 
in capturing monitoring data related to the property and contact when the robotic device is in operation . 
users in the property . The one or more biometric data 5 For wireless charging stations , the robotic devices may collection tools may be configured to collect biometric charge through a wireless exchange of power . In these cases , samples of a person in the home with or without contact of the robotic devices need only locate themselves closely the person . For instance , the biometric data collection tools enough to the wireless charging stations for the wireless may include a fingerprint scanner , a hair sample collection exchange of power to occur . In this regard , the positioning tool , a skin cell collection tool , and / or any other tool that 10 needed to land at a predefined home base or reference allows the robotic devices to take and store a biometric 
sample that can be used to identify the person ( e.g. , a location in the property may be less precise than with a 
biometric sample with DNA that can be used for DNA contact based charging station . Based on the robotic devices 
testing ) . landing at a wireless charging station , the wireless charging 

In some implementations , the robotic devices may include 15 station outputs a wireless signal that the robotic devices 
output devices . In these implementations , the robotic receive and convert to a power signal that charges a battery 
devices may include one or more displays , one or more maintained on the robotic devices . 
speakers , and / or any type of output devices that allow the In some implementations , each of the robotic devices has 
robotic devices to communicate information to a nearby a corresponding and assigned charging station such that the 

20 number of robotic devices equals the number of charging 
The robotic devices also may include a communication stations . In these implementations , the robotic devices 

module that enables the robotic devices to communicate always navigate to the specific charging station assigned to 
with the control unit 510 , each other , and / or other devices . that robotic device . For instance , a first robotic device may 
The communication module may be a wireless communi- always use a first charging station and a second robotic 
cation module that allows the robotic devices to communi- 25 device may always use a second charging station . 
cate wirelessly . For instance , the communication module In some examples , the robotic devices may share charging 
may be a Wi - Fi module that enables the robotic devices to stations . For instance , the robotic devices may use one or 
communicate over a local wireless network at the property . more community charging stations that are capable of charg 
The communication module further may be a 900 MHz ing multiple robotic devices . The community charging sta 
wireless communication module that enables the robotic 30 tion may be configured to charge multiple robotic devices in 
devices to communicate directly with the control unit 510 . parallel . The community charging station may be configured 
Other types of short - range wireless communication proto- to charge multiple robotic devices in serial such that the 
cols , such as Bluetooth , Bluetooth LE , Zwave , Zigbee , etc. , multiple robotic devices take turns charging and , when fully 
may be used to allow the robotic devices to communicate charged , return to a predefined home base or reference 
with other devices in the property . 35 location in the property that is not associated with a charger . 

The robotic devices further may include processor and The number of community charging stations may be less 
storage capabilities . The robotic devices may include any than the number of robotic devices . 
suitable processing devices that enable the robotic devices to Also , the charging stations may not be assigned to specific 
operate applications and perform the actions described robotic devices and may be capable of charging any of the 
throughout this disclosure . In addition , the robotic devices 40 robotic devices . In this regard , the robotic devices may use 
may include solid state electronic storage that enables the any suitable , unoccupied charging station when not in use . 
robotic devices to store applications , configuration data , For instance , when one of the robotic devices has completed 
collected sensor data , and / or any other type of information an operation or is in need of battery charge , the control unit 
available to the robotic devices . 510 references a stored table of the occupancy status of each 

The robotic devices are associated with one or more 45 charging station and instructs the robotic device to navigate 
charging stations . The charging stations may be located at to the nearest charging station that is unoccupied . 
predefined home base or reference locations in the property . The system 500 further includes one or more integrated 
The robotic devices may be configured to navigate to the security devices 580. The one or more integrated security 
charging stations after completion of tasks needed to be devices may include any type of device used to provide 
performed for the monitoring system 500. For instance , after 50 alerts based on received sensor data . For instance , the one or 
completion of a monitoring operation or upon instruction by more control units 510 may provide one or more alerts to the 
the control unit 510 , the robotic devices may be configured one or more integrated security input / output devices . Addi 
to automatically fly to and land on one of the charging tionally , the one or more control units 510 may receive one 
stations . In this regard , the robotic devices may automati- or more sensor data from the sensors 520 and determine 
cally maintain a fully charged battery in a state in which the 55 whether to provide an alert to the one or more integrated 
robotic devices are ready for use by the monitoring system security input / output devices 580 . 
500 . The sensors 520 , the module 522 , the camera 530 , the 

The charging stations may be contact based charging thermostat 534 , and the mixing valve devices 580 commu 
stations and / or wireless charging stations . For contact based nicate with the controller 512 over communication links 
charging stations , the robotic devices may have readily 60 524 , 526 , 528 , 532 , 584 , and 586. The communication links 
accessible points of contact that the robotic devices are 524 , 526 , 528 , 532 , 584 , and 586 may be a wired or wireless 
capable of positioning and mating with a corresponding data pathway configured to transmit signals from the sensors 
contact on the charging station . For instance , a helicopter 520 , the module 522 , the camera 530 , the thermostat 534 , 
type robotic device may have an electronic contact on a and the mixing valve devices 580 to the controller 512. The 
portion of its landing gear that rests on and mates with an 65 sensors 520 , the module 522 , the camera 530 , the thermostat 
electronic pad of a charging station when the helicopter type 534 , and the mixing valve devices 580 may continuously 
robotic device lands on the charging station . The electronic transmit sensed values to the controller 512 , periodically 
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transmit sensed values to the controller 512 , or transmit central alarm station server 570 and render a display of 
sensed values to the controller 512 in response to a change information based on the alerting data . For instance , the 
in a sensed value . controller 512 may control the network module 514 to 

The communication links 524 , 526 , 528 , 532 , 584 , and transmit , to the central alarm station server 570 , alerting data 
586 may include a local network . The sensors 520 , the 5 indicating that a sensor 520 detected motion from a motion 
module 522 , the camera 530 , the thermostat 534 , and the sensor via the sensors 520. The central alarm station server 
integrated security devices 580 and the controller 512 may 570 may receive the alerting data and route the alerting data 
exchange data and commands over the local network . The to the terminal 572 for processing by an operator associated 
local network may include 802.11 “ Wi - Fi ” wireless Ethernet with the terminal 572. The terminal 572 may render a 
( e.g. , using low - power Wi - Fi chipsets ) , Z - Wave , Zigbee , 10 display to the operator that includes information associated 
Bluetooth , “ Homeplug ” or other “ Powerline ” networks that with the alerting event ( e.g. , the lock sensor data , the motion 
operate over AC wiring , and a Category 5 ( CAT5 ) or sensor data , the contact sensor data , etc. ) and the operator 
Category 6 ( CAT6 ) wired Ethernet network . The local may handle the alerting event based on the displayed infor 
network may be a mesh network constructed based on the mation . 
devices connected to the mesh network . In some implementations , the terminals 572 and 574 may 

The monitoring application server 560 is an electronic be mobile devices or devices designed for a specific func 
device configured to provide monitoring services by tion . Although FIG . 5 illustrates two terminals for brevity , 
exchanging electronic communications with the control unit actual implementations may include more ( and , perhaps , 
510 , the one or more user devices 540 and 550 , and the many more ) terminals . 
central alarm station server 570 over the network 505. For 20 The one or more user devices 540 and 550 are devices that 
example , the monitoring application server 560 may be host and display user interfaces . For instance , the user 
configured to monitor events ( e.g. , alarm events ) generated device 540 is a mobile device that hosts one or more native 
by the control unit 510. In this example , the monitoring applications ( e.g. , the smart home application 542 ) . The user 
application server 560 may exchange electronic communi- device 540 may be a cellular phone or a non - cellular locally 
cations with the network module 514 included in the control 25 networked device with a display . The user device 540 may 
unit 510 to receive information regarding events ( e.g. , alerts ) include a cell phone , a smart phone , a tablet PC , a personal 
detected by the control unit 108. The monitoring application digital assistant ( “ PDA ” ) , or any other portable device 
server 560 also may receive information regarding events configured to communicate over a network and display 
( e.g. , alerts ) from the one or more user devices 540 and 550 . information . For example , implementations may also 

In some examples , the monitoring application server 560 30 include Blackberry - type devices ( e.g. , as provided by 
may route hot water control data received from the network Research in Motion ) , electronic organizers , iPhone - type 
module 514 or the one or more user devices 540 and 550 to devices ( e.g. , as provided by Apple ) , iPod devices ( e.g. , as 
the central alarm station server 570. For example , the provided by Apple ) or other portable music players , other 
monitoring application server 560 may transmit the hot communication devices , and handheld or portable electronic 
water control data to the central alarm station server 570 35 devices for gaming , communications , and / or data organiza 
over the network 505 . tion . The user device 540 may perform functions unrelated 

The monitoring application server 560 may store sensor to the monitoring system , such as placing personal telephone 
and image data received from the monitoring system and calls , playing music , playing video , displaying pictures , 
perform analysis of sensor and image data received from the browsing the Internet , maintaining an electronic calendar , 
monitoring system . Based on the analysis , the monitoring 40 etc. 
application server 560 may communicate with and control The user device 540 includes a smart home application 
aspects of the control unit 510 or the one or more user 542. The smart home application 542 refers to a software ) 
devices 540 and 550 . firmware program running on the corresponding mobile 

The central alarm station server 570 is an electronic device that enables the user interface and features described 
device configured to provide alarm monitoring service by 45 throughout . The user device 540 may load or install the 
exchanging communications with the control unit 510 , the smart home application 542 based on data received over a 
one or more mobile devices 540 and 550 , and the monitoring network or data received from local media . The smart home 
application server 560 over the network 505. For example , application 542 runs on mobile devices platforms , such as 
the central alarm station server 570 may be configured to iPhone , iPod touch , Blackberry , Google Android , Windows 
monitor hot water control events generated by the control 50 Mobile , etc. The smart home application 542 enables the 
unit 510. In this example , the central alarm station server user device 540 to receive and process image and sensor data 
570 may exchange communications with the network mod- from the monitoring system . 
ule 514 included in the control unit 510 to receive informa- The user device 550 may be a general - purpose computer 
tion regarding alerting events detected by the control unit ( e.g. , a desktop personal computer , a workstation , or a laptop 
510. The central alarm station server 570 also may receive 55 computer ) that is configured to communicate with the moni 
information regarding alerting events from the one or more toring application server 560 and / or the control unit 510 
mobile devices 540 and 550 and / or the monitoring applica- over the network 505. The user device 550 may be config 
tion server 560 . ured to display a smart home user interface 552 that is 

The central alarm station server 570 is connected to generated by the user device 550 or generated by the 
multiple terminals 572 and 574. The terminals 572 and 574 60 monitoring application server 560. For example , the user 
may be used by operators to process alerting events . For device 550 may be configured to display a user interface 
example , the central alarm station server 570 may route hot ( e.g. , a web page ) provided by the monitoring application 
water control data to the terminals 572 and 574 to enable an server 560 that enables a user to perceive images captured by 
operator to process the alerting data . The terminals 572 and the camera 530 and / or reports related to the monitoring 
574 may include general - purpose computers ( e.g. , desktop 65 system . Although FIG . 5 illustrates two user devices for 
personal computers , workstations , or laptop computers ) that brevity , actual implementations may include more ( and , 
are configured to receive alerting data from a server in the perhaps , many more ) or fewer user devices . 
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In some implementations , the one or more user devices devices 540 , 550 provide the appropriate interfaces / process 
540 and 550 communicate with and receive monitoring ing to provide visual surveillance and reporting . 
system data from the control unit 510 using the communi- In other implementations , the system 500 further includes 
cation link 538. For instance , the one or more user devices network 505 and the sensors 520 , the module 522 , the 
540 and 550 may communicate with the control unit 510 5 camera 530 , the thermostat 534 , and the robotic devices are 
using various local wireless protocols such as Wi - Fi , Blu- configured to communicate sensor and image data to the one 
etooth , Zwave , Zigbee , HomePlug ( ethernet over power- or more user devices 540 and 550 over network 505 ( e.g. , the 
line ) , or wired protocols such as Ethernet and USB , to Internet , cellular network , etc. ) . In yet another implementa 
connect the one or more user devices 540 and 550 to local tion , the sensors 520 , the module 522 , the camera 530 , the 
security and automation equipment . The one or more user 10 thermostat 534 , and the robotic devices ( or a component , 
devices 540 and 550 may connect locally to the monitoring such as a bridge / router ) are intelligent enough to change the 
system and its sensors and other devices . The local connec- communication pathway from a direct local pathway when 
tion may improve the speed of status and control commu- the one or more user devices 540 and 550 are in close 
nications because communicating through the network 505 physical proximity to the sensors 520 , the module 522 , the 
with a remote server ( e.g. , the monitoring application server 15 camera 530 , the thermostat 534 , and the robotic devices to 
560 ) may be significantly slower . a pathway over network 505 when the one or more user 

Although the one or more user devices 540 and 550 are devices 540 and 550 are farther from the sensors 520 , the 
shown as communicating with the control unit 510 , the one module 522 , the camera 530 , the thermostat 534 , and the 
or more user devices 540 and 550 may communicate directly robotic devices . In some examples , the system leverages 
with the sensors and other devices controlled by the control 20 GPS information from the one or more user devices 540 and 
unit 510. In some implementations , the one or more user 550 to determine whether the one or more user devices 540 
devices 540 and 550 replace the control unit 510 and and 550 are close enough to the sensors 520 , the module 
perform the functions of the control unit 510 for local 522 , the camera 530 , the thermostat 534 , and the robotic 
monitoring and long range / offsite communication . devices to use the direct local pathway or whether the one or 

In other implementations , the one or more user devices 25 more user devices 540 and 550 are far enough from the 
540 and 550 receive monitoring system data captured by the sensors 520 , the module 522 , the camera 530 , the thermostat 
control unit 510 through the network 505. The one or more 534 , and the robotic devices that the pathway over network 
user devices 540 , 550 may receive the data from the control 505 is required . In other examples , the system leverages 
unit 510 through the network 505 or the monitoring appli- status communications ( e.g. , pinging ) between the one or 
cation server 560 may relay data received from the control 30 more user devices 540 and 550 and the sensors 520 , the 
unit 510 to the one or more user devices 540 and 550 through module 522 , the camera 530 , the thermostat 534 , and the 
the network 505. In this regard , the monitoring application robotic devices to determine whether communication using 
server 560 may facilitate communication between the one or the direct local pathway is possible . If communication using 
more user devices 540 and 550 and the monitoring system . the direct local pathway is possible , the one or more user 

In some implementations , the one or more user devices 35 devices 540 and 550 communicate with the sensors 520 , the 
540 and 550 may be configured to switch whether the one or module 522 , the camera 530 , the thermostat 534 , and the 
more user devices 540 and 550 communicate with the robotic devices using the direct local pathway . If commu 
control unit 510 directly ( e.g. , through link 538 ) or through nication using the direct local pathway is not possible , the 
the monitoring application server 560 ( e.g. , through network one or more user devices 540 and 550 communicate with the 
505 ) based on a location of the one or more user devices 540 40 sensors 520 , the module 522 , the camera 530 , the thermostat 
and 550. For instance , when the one or more user devices 534 , and the robotic devices using the pathway over network 
540 and 550 are located close to the control unit 510 and in 505 . 
range to communicate directly with the control unit 510 , the In some implementations , the system 500 provides end 
one or more user devices 540 and 550 use direct commu- users with access to images captured by the camera 530 to 
nication . When the one or more user devices 540 and 550 are 45 aid in decision making . The system 500 may transmit the 
located far from the control unit 510 and not in range to images captured by the camera 530 over a wireless WAN 
communicate directly with the control unit 510 , the one or network to the user devices 540 and 550. Because transmis 
more user devices 540 and 550 use communication through sion over a wireless WAN network may be relatively expen 
the monitoring application server 560 . sive , the system 500 uses several techniques to reduce costs 

Although the one or more user devices 540 and 550 are 50 while providing access to significant levels of useful visual 
shown as being connected to the network 505 , in some information . 
implementations , the one or more user devices 540 and 550 In some implementations , a state of the monitoring sys 
are not connected to the network 505. In these implemen- tem and other events sensed by the monitoring system may 
tations , the one or more user devices 540 and 550 commu- be used to enable / disable video / image recording devices 
nicate directly with one or more of the monitoring system 55 ( e.g. , the camera 430 ) . In these implementations , the camera 
components and no network ( e.g. , Internet connection or 530 may be set to capture images on a periodic basis when 
reliance on remote servers is needed . the alarm system is armed in an “ Away ” state , but set not to 

In some implementations , the one or more user devices capture images when the alarm system is armed in a " Stay " 
540 and 550 are used in conjunction with only local sensors state or disarmed . In addition , the camera 530 may be 
and / or local devices in a house . In these implementations , 60 triggered to begin capturing images when the alarm system 
the system 500 only includes the one or more user devices detects an event , such as an alarm event , a door opening 
540 and 550 , the sensors 520 , the module 522 , the camera event for a door that leads to an area within a field of view 
530 , and the robotic devices . The one or more user devices of the camera 530 , or motion in the area within the field of 
540 and 550 receive data directly from the sensors 520 , the view of the camera 530. In other implementations , the 
module 522 , the camera 530 , and the robotic devices and 65 camera 530 may capture images continuously , but the cap 
sends data directly to the sensors 520 , the module 522 , the tured images may be stored or transmitted over a network 
camera 530 , and the robotic devices . The one or more user when needed . 



US 10,929,798 B1 
31 32 

The described systems , methods , and techniques may be based on the location of the user and the path of the 
implemented in digital electronic circuitry , computer hard guard tour , determine that the user is not following 
ware , firmware , software , or in combinations of these ele the path of the guard tour ; and 
ments . Apparatus implementing these techniques may based on determining that the user is not following the 
include appropriate input and output devices , a computer 5 path of the guard tour , provide , for output , data 
processor , and a computer program product tangibly embod indicating that the user is not following the path of 
ied in a machine - readable storage device for execution by a the guard tour , provide , for output to the user , an 
programmable processor . A process implementing these instruction to return to a checkpoint of the one or 
techniques may be performed by a programmable processor more checkpoints , and provide , for output , an 
executing a program of instructions to perform desired 10 instruction to at least one of the one or more elec 
functions by operating on input data and generating appro tronic devices to change state . 
priate output . The techniques may be implemented in one or 2. The system of claim 1 , wherein the monitor control unit 
more computer programs that are executable on a program- is configured to : 
mable system including at least one programmable proces- update the path of the guard tour based on the sensor data ; 
sor coupled to receive data and instructions from , and to 15 and 
transmit data and instructions to , a data storage system , at provide , for output , data indicating the updated path of the 
least one input device , and at least one output device . Each guard tour . 
computer program may be implemented in a high - level 3. The system of claim 2 , wherein the monitor control unit 
procedural or object - oriented programming language , or in is configured to update the path of the guard tour based on 
assembly or machine language if desired ; and in any case , 20 the sensor data by : 
the language may be a compiled or interpreted language . based on the sensor data , determining that a person is 
Suitable processors include , by way of example , both gen located at an additional location at the property ; and 
eral and special purpose microprocessors . Generally , a pro- based on determining that the person is located at the 
cessor will receive instructions and data from a read - only additional location at the property , updating the path of 
memory and / or a random access memory . Storage devices 25 the guard tour . 
suitable for tangibly embodying computer program instruc- 4. The system of claim 2 , wherein the monitor control unit 
tions and data include all forms of non - volatile memory , is configured to update the path of the guard tour by : 
including by way of example semiconductor memory identifying one or more additional checkpoints that each 
devices , such as Erasable Programmable Read - Only indicate an additional location within the property with 
Memory ( EPROM ) , Electrically Erasable Programmable 30 which the user is instructed to interact . 
Read - Only Memory ( EEPROM ) , and flash memory devices ; 5. The system of claim 2 , wherein the monitor control unit 
magnetic disks such as internal hard disks and removable is configured to : 
disks ; magneto - optical di and Compact Disc Read - Only determine a current time of day ; and 
Memory ( CD - ROM ) . Any of the foregoing may be supple- update the path of the guard tour further based on the 
mented by , or incorporated in , specially - designed ASICS 35 current time of day . 
( application - specific integrated circuits ) . 6. The system of claim 1 , wherein the monitor control unit 

It will be understood that various modifications may be is configured to : 
made . For example , other useful implementations could be after receiving the data indicating the initiation of the 
achieved if steps of the disclosed techniques were performed guard tour at the property , generate a time threshold for 
in a different order and / or if components in the disclosed 40 the user to move to a checkpoint of the one or more 
systems were combined in a different manner and / or checkpoints ; 
replaced or supplemented by other components . Accord- determine an amount of time that has elapsed since 
ingly , other implementations are within the scope of the receiving the data indicating initiation of the guard 
disclosure . tour ; 

compare the amount of time that has elapsed since receiv 
What is claimed is : ing the data indicating initiation of the guard tour to the 
1. A monitoring system that is configured to monitor a time threshold ; 

property , the monitoring system comprising : based on comparing the amount of time that has elapsed 
one or more sensors that are located throughout the since receiving the data indicating initiation of the 

property and that are configured to generate sensor 50 guard tour to the time threshold , determine that the 
data ; amount of time is greater than the time threshold ; and 

a monitor control unit ; and determine that the user is not following the path of the 
one or more electronic devices that are located throughout guard tour further based on determining that the 

the property and that are configured to change state in amount of time is greater than the time threshold . 
response to an instruction from the monitor control 55 7. The system of claim 1 , wherein the monitor control unit 
unit , is configured to provide , for output , the data indicating that 

wherein the monitor control unit is configured to : the user is not following the path of the guard tour by : 
receive data indicating an initiation of a guard tour at providing , to a property owner of the property , the noti 

the property and by a user , wherein the guard tour fication indicating that the user is not following the path 
defines a path that includes one or more checkpoints 60 of the guard tour . 
with which the user is instructed to interact ; 8. The system of claim 1 , wherein each of the one or more 

receive , from the one or more sensors , the sensor data ; checkpoints is configured to initiate , in response to user 
after receiving the data indicating the initiation of the interaction , a data transmission to the monitor control unit 

guard tour at the property , analyze the sensor data ; indicating that the user is located at the checkpoint . 
based on analyzing the sensor data , determine a loca- 65 9. The system of claim 1 , 

tion of the user conducting the guard tour at the wherein the monitor control unit is configured to provide , 
property ; for output , an instruction to return to the checkpoint by : 

45 
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identifying at least one of the one or more electronic based on determining that the person is located at the 
devices that is located near both the location of the additional location at the property , updating the path of 
checkpoint ; and the guard tour . 

providing , for output , an instruction to the at least one 14. The method of claim 12 , wherein updating the path of 
of the one or more electronic devices to change state . the guard tour comprises : 

10. The system of claim 1 , wherein the monitor control identifying one or more additional checkpoints that each 
indicate an additional location within the property with unit is configured to : which the user is instructed to interact . receive data indicating a presence of the user at a check 15. The method of claim 11 , comprising : point of the one or more checkpoints ; and 

determine the location of the user conducting the guard 10 after receiving the data indicating the initiation of the 
tour at the property further based on a location of the guard tour at the property , generating a time threshold 
checkpoint . for the user to move to a checkpoint of the one or more 

11. A computer - implemented method , comprising : checkpoints ; 
receiving , by a monitoring system that is configured to determining an amount of time that has elapsed since 

monitor a property and that includes one or more 15 receiving the data indicating initiation of the guard 
tour ; sensors that are located throughout the property and 

one or more electronic devices that are located through comparing the amount of time that has elapsed since 
out the property and that are configured to change state receiving the data indicating initiation of the guard tour 

to the time threshold ; in response to an instruction from the monitoring 
system , data indicating an initiation of a guard tour at 20 based on comparing the amount of time that has elapsed 
the property and by a user , wherein the guard tour since receiving the data indicating initiation of the 
defines a path that includes one or more checkpoints guard tour to the time threshold , determining that the 
with which the user is instructed to interact ; amount of time is greater than the time threshold ; and 

after receiving the data indicating the initiation of the determining that the user is not following the path of the 
guard tour at the property , analyzing , by the monitoring 25 guard tour further based on determining that the 
system , the sensor data generated by the one or more amount of time is greater than the time threshold . 

16. The method of claim 11 , wherein providing , for sensors ; 
based on analyzing the sensor data , determining , by the output , the data indicating that the user is not following the 

monitoring system , a location of the user conducting path of the guard tour comprises : 
the guard tour at the property ; providing , to a property owner of the property , the noti 

based on the location of the user and the path of the guard fication indicating that the user is not following the path 
tour , determining , by the monitoring system , that the of the guard tour . 

17. The method of claim 11 , wherein each of the one or user is not following the path of the guard tour ; and 
based on determining that the user is not following the more checkpoints is configured to initiate , in response to 

path of the guard tour , providing , for output and by the 35 user interaction , a data transmission to the monitoring sys 
monitoring system , data indicating that the user is not tem indicating that the user is located at the checkpoint . 

18. The method of claim 11 , comprising : following the path of the guard tour , providing , for 
output to the user , an instruction to return to a check receiving data indicating a presence of the user at a 
point of the one or more checkpoints , and providing , checkpoint of the one or more checkpoints ; and 

determining the location of the user conducting the guard for output , an instruction to at least one of the one or 
more electronic devices to change state . tour at the property further based on a location of the 

12. The method of claim 11 , comprising : checkpoint . 
updating the path of the guard tour based on the sensor 19. The method of claim 11 , wherein providing , for 

data ; and output , an instruction to return to the checkpoint comprises : 
providing , for output , data indicating the updated path of 45 identifying at least one of the one or more electronic 

devices that is located near both the location of the the guard tour . 
13. The method of claim 12 , wherein updating the path of checkpoint ; and 

the guard tour based on the sensor data comprises : providing , for output , an instruction to the at least one of 
based on the sensor data , determining that a person is the one or more electronic devices to change state . 

located at an additional location at the property ; and 
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